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Appendix A, Chapter II, (B) Supplemental Filing Requirements

1 1 Appendix A, Chapter II, (B)(1)(a)-(f) S-1 Most recent 5 year capital expenditures budget.

1 1
Appendix A, Chapter II, (B)(2)(a)-(c)
Appendix A, Chapter II, ( B)(3)(a)-(d) 5-2 Most recent 5 year financial forecast and support for the underlying assumptions.

1 1 Appendix A ,Chapter II, (B)(7) S-3 A proposed notice for newspaper publication.

1 1 Appendix A, Chapter II, (B)(8) S-4.1 An executive summary of applicant utility's corporate process.

1 2-3 Appendix A, Chapter II, (B)(9) 5-4.2
An executive summary of applicant utility's management policies, practices, and

organization.
OAC 4901-7

Appendix A, Chapter II, (C) Supplemental Information Provided at Filing

1 4 Appendix A, Chapter II, (C)(1) Supplemental The most recent Federal Energy Regulatory Commission's ("FERC") audit report.

1 4 Appendix A, Chapter II, (C)(2) Supplemental
Prospectuses of current stock and/or bond offering of the applicant, and/or of parent

company.

1 5-8 Appendix A, Chapter II, (C)(3) Supplemental

,
Annual reports to shareholders of the applicant, and/or parent company for the most

recent five years and the most recent statistical supplement.

1 9 Appendix A, Chapter II, (C)(4) Supplemental
The most recent SEC Form 10-K, 10-Q, and 8-K of the applicant, and/or parent

company.

1 9 Appendix A, Chapter II, (C)(5) Supplemental Working papers supporting the schedules.

1 9 Appendix A, Chapter II, (C)(6) Supplemental Worksheet showing monthly test year data by FERC account.

1 9 Appendix A, Chapter II, (C)(7) Supplemental CWIP included in the prior case.

1 9 Appendix A, Chapter II, (C)(8) Supplemental Copy of latest certificate of valuation from department of taxation.

1 9 Appendix A, Chapter II, (C)(9) Supplemental
Monthly sales for the test year by rate schedule classification and/or customer

classes.

1 9 Appendix A, Chapter II, (C)(10) Supplemental
Written summary explaining the forecasting method used by the utility as related to

test year data.

1 9 Appendix A, Chapter II, (C)(11) Supplemental Explanation of computation of materials and supplies.

1 10 Appendix A, Chapter II, (C)(12) Supplemental Depreciation expense related to specific plant accounts.

1 10 Appendix A, Chapter II, (C)(13) Supplemental Federal income tax information.

1 10 Appendix A, Chapter II, (C)(14) Supplemental Other rate base items and detailed information.

1 10 Appendix A, Chapter II, (C)(15) Supplemental Copy of all advertisements in the test year.

1 10 Appendix A, Chapter II, (C)(16) Supplemental Plant in service data from the last date certain to the date certain in the current case.

1 10 Appendix A, Chapter II, (C)(17) Supplemental Depreciation study showing depreciation reserves allocated to accounts.

1 10 Appendix A, Chapter II, (C)(18) Supplemental Depreciation study.

1 11 Appendix A, Chapter II, (C)(19) Supplemental
Depreciation reserve data from the last date certain to the date certain in the current

case.

1 11 Appendix A, Chapter II, (C)(20) Supplemental
Construction project details for projects that are at least seventy-five percent

complete.

1 11 Appendix A, Chapter II, (C)(21) Supplemental
Surviving dollars by vintage year of placement (original cost data as of date certain

for each individual plant account).

1 11 Appendix A, Chapter II, (C)(22) Supplemental Test year and two most recent calendar years' employee levels by month.
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2 1 Appendix A, Chapter II, Section B(8)(4) B-2.2 Adjustments to Plant in Service
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2 1 Appendix A, Chapter II, Section B(B)(6) B-2.4 Lease Property

2 1 Appendix A, Chapter II, Section B(B)(7) B-2.5 Property Excluded from Rate Base

2 1 Appendix A, Chapter II, Section B(C)(1) 13-3 Reserve for Accumulated Depreciation

2 1 Appendix A, Chapter II, Section B(C)(2) B-3.1 Adjustments to the Reserve for Accumulated Depreciation

2 1. Appendix A, Chapter II, Section 8(C)(3) B-3.2 Depreciation Accrual Rates and Jurisdictional Reserve Balances by Accounts

2 1 Appendix A, Chapter II, Section B(C)(4) 13-3.3 Depreciation Reserve Accruals, Retirements and Transfers

2 1 Appendix A, Chapter II, Section B(C)(5) 8-3.4 Depreciation Reserve and Expense for Lease Property

2 1 Appendix A, Chapter II, Section B(D)(1) B-4 Construction Work in Progress ("CWIP")

2 1 Appendix A, Chapter II, Section B(D)(2) 13-4.1 CWIP Percent Completed - Time

2 1 Appendix A, Chapter II, Section B(D)(3) B-4.2 CWIP Percent Completed - Dollars

2 1 Appendix A, Chapter II, Section B(E)(1) B-5 Allowance for Working Capital

2 1 Appendix A, Chapter II, Section B(E)(2) B-5.1 Miscellaneous Working Capital Items

2 1 Appendix A, Chapter II, Section B(F)(1) B-6 Other Rate Base Items Summary

2 1 Appendix A, Chapter II, Section B(F)(2) B-6.1 Adjustments to Other Rate Base Items

2 1 Appendix A, Chapter II, Section B(F)(3) 8-6.2 Contributions in Aid of Construction ("CIAC") by Accounts and Subaccounts

2 1 Appendix A, Chapter II, Section B(G)(1) B-7 Jurisdictional Allocation Factors

2 1 Appendix A, Chapter II, Section B(G)(2) B-7.1 Jurisdictional Allocation Statistics

2 1 Appendix A, Chapter II, Section B(G)(3) B-7.2 Explanation of Changes in Allocation Procedures

2 1 Appendix A, Chapter 11, Section B(I) B-9 Mirrored CWIP Allowances
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C-3.1 through
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2 1 Appendix A, Chapter II, Section C(D)(1) C-4 Adjusted Jurisdictional Income Taxes

2 1 Appendix A, Chapter II, Section C(D)(2) C-4.1 Development of Jurisdictional Income Taxes Before Adjustments

2 1 Appendix A, Chapter II, Section C(D)(3)(a) C-5 Social and service club dues

2 1 Appendix A, Chapter II, Section C(D)(3)(b) C-6 Charitable Contributions

2 1 Appendix A, Chapter II, Section C(D)(4) C-7
Customer Service and Informational, Sales and Miscellaneous Advertising Expense or

Marketing Expense

2 1 Appendix A, Chapter II, Section C(D)(5) C-8 Rate Case Expense

2 1 Appendix A, Chapter II, Section C(D)(6) C-9 Operation and Maintenance Payroll Cost

2 1 Appendix A, Chapter II, Section C(0)(7) C-9.1 Total Company Payroll Analysis by Employee Classification/Payroll Distribution

2 1 Appendix A, Chapter II, Section C(E)(1) C-10.1 Comparative Balance Sheets for the Most Recent Five Calendar Years

2 1 Appendix A, Chapter II, Section C(E)(2) C-10.2 Comparative Income Statements for the Most Recent Five Calendar Years

2 1 Appendix A, Chapter II, Section C(E)(3) C-11.1 Revenue Statistics - Total Company

2 1 Appendix A, Chapter II, Section C(E)(3) C-11.2 Revenue Statistics - Jurisdictional

2 1 Appendix A, Chapter II, Section C(E)(3) C-11.3 Sales Statistics - Total Company

2 1 Appendix A, Chapter II, Section C(E)(3) C-11.4 Sales Statistics - Jurisdictional

2 1 Appendix A, Chapter II, Section C(E)(4) C-12 Analysis of Reserve for Uncollectible Accounts

OAC 4901-7
Appendix A, Chapter II, Section 0

2 1 Appendix A, Chapter II, Section D(A) D-1 Rate of Return Summary

2 1 Appendix A, Chapter II, Section D(B) D-1.1 Parent-Consolidated Common Equity

2 1 Appendix A, Chapter II, Section D(C)(1) D-2 Embedded Cost of Short-Term Debt

2 1 Appendix A, Chapter II, Section D(C)(2) D-3 Embedded Cost of Long-Term Debt

2 1 Appendix A, Chapter II, Section D(C)(3) D-4 Embedded Cost of Preferred Stock

2 1 Appendix A, Chapter II, Section D(D) D-5 Comparative Financial Data
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3.4 Governance

Original Issue Date: 09/01/2017
Last Revision: 01/09/2020

Revision Number:

3.4.1 Governance Structure — AES US has established a NERC CIP Oversight Committee
which will help govern and monitor continuous compliance to NERC CIP standards and
provide BES reliability. The membership of the NERC CIP Oversight Committee is listed
in the EV-003 AES CIP Oversight Committee Members evidence document.

3.5 Monitoring

AES US implemented internal mechanisms for ensuring NERC CIP compliance. These internal
mechanisms include, but are not limited to:

3.5.1 Performance Metrics: AES US has established performance metrics used to measure,
evaluate, and improve the efficiency and effectiveness of the CIP Cyber Security
Program. Performance metrics will provide the information necessary to make
intelligent decisions to support NERC CIP compliance on an on-going basis. AES US has
implemented enterprise-wide goals to support compliance to the NERC Reliability
Standards.

3.5.2 Mock Audits: Designed to be like a NERC CIP Compliance Audit, mock audits are
conducted by the Infrastructure Security Compliance Team and/or an external third-
party consultant when an audit is not scheduled by the regional entity.

3.5.3 Quality Assurance and Improvement Program (QAIP): An independent review of CIP
compliance, including AES US and local facility processes and procedures, performed
by QAIP board. A formal report on audit findings is issued to the NERC Compliance
Director, AES US leadership and the Compliance Oversight committee.

3.5.4 Internal Spot Checks: Similar to a NERC or RF Spot Check but conducted by the ISCT
and/or an external third-party consultant. As with a NERC or RF Spot Check, the
internal spot check is focused on one Standard or a small group of similar Standards or
it can be focused on specific requirement(s) of a Standard.

3.5.5 Random Data Sampling: Conducted by the ISCT and/or external third-party
consultants as needed on large data populations. Random data sampling allows the
ISCT to monitor compliance using random data sampling methodologies provided by
NERC/RF.

3.5.6 Reliability Standards Audit Worksheet (RSAW): The RSAW is a guide provided by the
Electric Reliability Organization (ERO) that describes types of evidence Registered
Entities may use to demonstrate compliance with a Reliability Standard. Consistent
with NERC requirements, the ISCT will continue to effectively employ the use of
RSAWs in audit preparation and completion.

INTERNAL
Critical Infrastructure Protection Program (CIP) Cyber Security Policy
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3.6 Specific Standards (High and Medium Impact BES Cyber Systems)

AES US recognizes ensuring reliability of BES is a primary responsibility. AES US management
achieves this by using defense in depth to protect BES Cyber Systems against compromise
leading to misoperation or instability in the BES.

3.6.1 Personnel & Training (CIP-004)

0 Goals: AES US management's goal is to provide an appropriate level of
personnel risk assessment, training, and security awareness in support of
protecting BES Cyber Systems from compromise that could occur from
individual's access.

o Expectations: The Personal Risk Assessment (PRA) will be performed at a
minimum of every 7 years and the access granting process is configured so
the PRA is performed prior to provisioning access to BES Cyber Assets or
BES Cyber System Information (BCSI). Training appropriate to the role of
the individual will be provided and reinforced using security awareness
program.

A Transport Workers Identification Credential (TWIC) can be used as an
alternative to the traditional background check process administered by
Human Resources once the card has been verified through the
Transportation Security Administration (TSA) Database_

o Objectives:  HR will perform and maintain the personal risk assessment on
individuals' or a valid TWIC card must be presented prior to granting access
to BES Cyber Assets or BCSI. CIP Role Based Training will provide training to
all those who has access or need access to the NERC assets or information.
Training will be repeated for those needing unescorted physical and/or
logical access to BES Cyber Assets at least once every 15-calendar months.
The Security awareness program will be used to provide the security
awareness using various methods such as quarterly newsletters,
informational meetings, and posters. Infrastructure Security maintains a
program to disable or modify physical/logical access for individuals who no
longer need unescorted access and manage shared passwords known by
those individual(s).

o References: Methodologies used and responsibilities assigned to meet the
requirements of this standard are described fully in the PR-004 Personnel
and Training procedure document and its associated process document(s).

3.6.2 Electronic Security Perimeter (CIP-005) including Interactive Remote Access

o Goals: AES US BES Cyber Systems will be protected by one or more
Electronic Security Perimeters (ESP). AES US management's goal in
establishing these perimeters is to prevent any unauthorized access to our
critical systems. All applicable Cyber Assets are connected to a network via
a routable protocol residing within a defined ESP, all the External Routable
Connectivity is controlled via an identified Electronic Access Point (EAP),

INTERNAL
Critical Infrastructure Protection Program (CIP) Cyber Security Policy
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and all the changes or modifications are monitored using change control
and configuration management program.

Expectations:  ESP(s) will be protected, monitored for malicious activities,
and access will be controlled. Access to the ESP will be granted only based
on a defined business need and any remote access will be accomplished
using an Intermediate System (Jump Box). All access events will be
monitored, and incidents will be responded to using our Incident Response
Program.

Objectives: Appropriate programs, processes, and procedures will be
established, maintained, monitored, evaluated, and tuned so they provide
constant, reliable protection for the Electronic Security Perimeters and the
BES Cyber Assets contained within. Any shortcoming or inconsistent
performance in maintaining protections will be submitted for compliance
evaluation.

References: Methodologies used, and responsibilities assigned to meet the
requirements of this standard are described fully in the PR-005 Electronic
Security Perimeters procedure document and its associated process
document(s).

3.6.3 Physical Security of BES Cyber Systems (CIP-006)

c. Goals: Establish physical security plan(s) to control and manage the physical
access to the BES Cyber Systems.

• Expectations:  Physical access controls will be deployed to allow unescorted
physical access into each applicable Physical Security Perimeter (PSP) to
only those individuals with authorized unescorted physical access. For High
and Medium Impact BES Cyber Systems and their associated EACMS and
PCA, two physical access controls, such as an access badge and a PIN
number will be utilized. Unauthorized access will be monitored through the
access points to the PSP.

Objectives:  Infrastructure Security will develop the physical security plan.
The physical security plan details the approaches used to establish the
Physical Security Perimeter (PSP) and will define both procedural and
operations controls to restrict physical access to the BES Cyber Systems and
Physical Access Control Systems (PACS).

o References: Methodologies used, and responsibilities assigned to meet the
requirements of this standard are described fully in the PR-006 Physical
Protection of BES Cyber Systems procedure document and its associated
process document(s).

3.6.4 System Security Management (CIP-007)

• Goals: Control and manage system security by specifying controls for ports
and services, patch management, malicious code prevention, event
monitoring, and system access control.

INTERNAL
Critical Infrastructure Protection Program (CIP) Cyber Security Policy
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Expectations: The configuration files will list the allowed ports for each BES
Cyber Asset and their associated EACMS, PACS, and PCAs; all other ports
will be denied, or a technical feasibility reference will be documented if
appropriate. System owners will enable only logical network accessible
ports deemed necessary for normal business or emergency operations and
will document the reason for any open ports. The security patches per
asset will be tracked, evaluated and deployed. Methods to deter, detect, or
prevent malicious code will be deployed. Cyber Assets will be configured to
log events, per Cyber System capability, and these events will be monitored
to determine any security incidents. BES Cyber Systems will be configured
to enforced to use of authentication for interactive user access where
technically feasible.

Objectives: The Infrastructure Security Compliance Team will develop,
implement, and monitor controls to ensure that only the required ports
and services are available, systems are patched on a consistent basis,
malicious code prevention measures are in place, assets are configured to
log events, and interactive user access is authenticated where technically
feasible.

References: Methodologies used, and responsibilities assigned to meet the
requirements of this standard are described fully in the PR-007 System
Security Management procedure document and its associated process
document(s).

INTERNAL
Critical Infrastructure Protection Program (CIP) Cyber Security Policy
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Goals:  Manage risk to the reliable operation of the BES as the result of
Cyber Security Incident.

Expectations:  The processes to identify, classify, and respond to Cyber
Security Incidents, both electronic and physical will be included in an
Incident Response Plan (IRP). The Response Plan shall be tested at least
once every 15-calendar months; response to an actual Cyber Security
incident may be considered as a test of the Incident Response Plan. Any
changes to a Response Plan or lessons learned will be reflected in the Plan
documentation within 90 days of the end of an exercise or actual event.
Any individuals or groups with a defined role with the Incident Response
Plan will be notified of the changes within the same 90-day period. Any
changes to the roles and/or responsibilities within the Incident Response
plan will be communicated to each individual or groups with a defined role
in the Incident Response plan within 60-calendar days of the change being
made.

o Objectives: The AES US Incident Response Plan will be used to respond to
the security incidents relevant to CIP assets. The IRP will be applicable to all
the High and Medium Impact BES Cyber Systems. E-ISAC will be informed,
as required, within one hour of confirmation of security incident. For each
reportable Cyber Security Incident, documentation of the incident and any
forensic evidence obtained shall be kept for at least three years.

References: Methodologies used, and responsibilities assigned to meet the
requirements of this standard are described fully in the PR-008 Incident
Reporting and Response Planning procedure document and its associated
process document(s).

0

3.6.6 Recovery Plans for BES Cyber Systems (CIP-009)

o Goals:  Develop and implement the Recovery Plan and procedures to
recover reliability functions performed by BES Cyber Systems.

• Expectations: A business continuity/disaster recovery plan shall be created,
tested and maintained by asset type. The recovery plan shall describe the
standardized approach the Infrastructure Security Compliance Team (ISCT)
is taking on the backup and recovery of assets using "Backup and Recovery
Procedures" per asset type. The backup and recovery procedures by asset
type include the availability of spare components and the availability of the
backups in case restoration of BES Cyber Assets is required.

Objectives: The recovery plan, governed by the ISCT, shall include the
minimum requirements for the backup and recovery procedures. The
backup and recovery procedures shall include the procedures specific to
the asset type. The recovery plan and all the associated procedures shall be
tested at least once every 15-calendar months via tabletop methodology
and through the testing of a representative sample of information used to

0

INTERNAL
Critical Infrastructure Protection Program (CIP) Cyber Security Policy
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recover BES Cyber Assets to ensure the information is usable. Test of the
recovery plan(s) through an operational exercise shall be performed at
least once every 36-calendar months for High Impact BES Cyber Systems.
Recovery from an actual incident can be considered as test of recovery
plan. The recovery plan is updated based on the exercise or actual recovery
within 90 days. Individuals and groups with a defined role within the
recovery plan are notified of any changes and lessons learned within the
same 90-calendar day period. Changes to the roles and/or responsibilities
within the recovery plan are communicated to all relevant business units
within 60 days of the change.

References: Methodologies used, and responsibilities assigned to meet the
requirements of this standard are described fully in the PR-009 Recovery
Plans for BES Cyber Systems procedure document and its associated
process document(s).

3.6.7 Configuration Change Management and Vulnerability Assessments (CIP-010)

o Goals: Develop, maintain, and enforce configuration management and
vulnerability assessment controls to prevent and detect unauthorized
changes to BES Cyber Systems.

Expectations:  The ISCT shall maintain baseline configuration for applicable
systems by individual cyber asset type. All changes to the Cyber Asset will
follow the change control process.

Objectives: The baseline configuration information at a minimum includes
operating system or firmware, any commercially available or open-source
application software intentionally installed, custom software installed,
logical network accessible ports, and any security patches installed. Any
changes to the baseline will be documented and authorized as part of the
change management program. The baseline configuration shall be updated
within 30-calendar days of an authorized baseline change. Impact on
baseline, specifically those controls associated with CIP-005 and CIP-007,
shall be evaluated prior to making changes in production assets. Where
technically feasible, for baseline configuration changes to High Impact BES
Cyber Systems a test environment shall be used prior to implementing the
change in a production environment. To document the testing performed a
list of cyber security controls tested will be created and will include the test
results. A list of differences between the production and test environments
with descriptions of how any differences were accounted for, with the test
date will be maintained. Infrastructure Security shall conduct and
document a paper or active vulnerability assessment at least once every 15-
calendar months for all applicable systems. Where technically feasible,
Infrastructure Security shall conduct an active vulnerability assessment at
least once every 36-calendar months for High Impact BES Cyber Systems in
production environment where the test is performed in a manner that
minimizes adverse effect, or in the test environment that models the
production baseline configuration.

INTERNAL
Critical Infrastructure Protection Program (CIP) Cyber Security Policy
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o References: Methodologies used, and responsibilities assigned to meet the
requirements of this standard are described fully in the PR-010
Configuration Change Management and Vulnerability Assessments
procedure document and its associated process document(s).

3.6.8 Information Protection (CIP-011)

o Goals:  Develop, maintain, and enforce information protection controls to
prevent and detect unauthorized access to BES Cyber System Information.

o Expectations: The Infrastructure Security Compliance Team will define the
methods for identifying, designing, storing, protecting, transmitting, and
destroying BES Cyber System Information (SCSI). Access to SCSI will be
controlled based on need and is granted only after PRA and training
completion. Infrastructure Security records the transfer, physical protect
protection, sanitization and disposal of electronic storage media containing
SCSI.

Objectives:  Infrastructure Security will deploy and maintain operational
and procedural controls to identify, designate, store, protect, transmit, and
destroy the SCSI. The Infrastructure Security Compliance team sanitizes
electronic storage media prior to disposal and reuse outside of applicable
systems. Discovery of unauthorized SCSI disclosure initiates an
Infrastructure Security Compliance review and assessment with possible
trigger of the Incident Response Plan.

3.6.9 Declaring and Responding to CIP Exceptional Circumstances

Goals: Develop a process to invoke special procedures in the event of a CIP
Exceptional Circumstance. This will allow for exceptions to normal policies,
procedures and/or process that in the event of an emergency.

Expectations: CIP Exceptional Circumstances are situations that involve or
threaten to involve conditions that impact safety or BES reliability. Such
circumstances might include, but are not limited to natural or manmade
disasters, a risk of injury or death, civil unrest, an imminent or existing
hardware, software, or equipment failure, a Cyber Security Incident requiring
emergency assistance, a response by emergency services that forces AES US
personnel to respond and recover from it and may not have resources to
collect evidence of compliance for certain requirements for the CIP standards.

Objectives: As a CIP Exceptional Circumstance (CEC) can occur at any time, it is
allowable for any AES US employee to declare a CEC and suspend evidence
collection for a limited time as detailed in the applicable areas of the AES US
Procedure and Process documentation. Once the CEC has been concluded, a
summary of the event is written by the personnel involved and submitted to
the Infrastructure Security team for review. The EV-003 CIP Exceptional
Circumstance document is used to record the information pertaining to the
potential CIP Exceptional Circumstance_ The Infrastructure Security team

INTERNAL
Critical Infrastructure Protection Program (CIP) Cyber Security Policy
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coordinates with the CIP Senior Manager and any applicable delegates to
determine if the event qualifies as a CEC and records the results of their
investigation on the EV-003 CIP Exceptional Circumstance document. If
necessary, a self-report will be created and submitted if the event was
determined not meet the criteria for a valid CEC.

References: Methodologies used, and responsibilities assigned to declare and
evaluate CIP Exceptional Circumstances are located in the procedure
documents where the use of CIP Exceptional Circumstances are permitted.

All business units shall keep data or evidence to show compliance as identified below unless directed
by its Compliance Enforcement Authority (CEA) to retain specific evidence for a longer period as part
of an investigation.

4.1 Each business unit shall retain evidence of each requirement in the CIP standards for at least
one full audit cycle.

4.2 In case of non-compliance, evidence shall be kept until mitigation is complete and approved or
for the time specified above, whichever is longer.

4.3 Infrastructure Security shall keep the last audit records, and all requested and submitted
subsequent audit records.

5.0 Implementation Plan

5.1 Accountably Policy Officers:
5.1.1 Judi Sobecki — General Counsel and CIP Senior Manager

5.2 Effective Date: July :1, 2016 (Original Document)
5.2.1 The revision of this document becomes current on the date the document is signed by

the CIP Senior Manager.
5.3 Communication and Training Plan:

5.3.1 AES US personnel are notified of the Cyber Security Policy as part of their initial and
refresher CIP training.

5.3.2 Presentations and Computer Based Training (CBT) will be performed as needed.

5.4 Sustainability Plan:
5 _4.1 This policy will be reviewed for accuracy and approved on at least once every 15-

calendar months by the designated CIP Senior Manager.

5.4.2 Upon change of CIP Senior Manager, the ISCT will initiate the change documentation
required.

INTERNAL
Critical Infrastructure Protection Program (CIP) Cyber Security Policy
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1.0 Applicability

This policy applies to all employees, contractors, and vendors of the locations listed as containing Low
Impact Systems in the EV-002 R1 BES Cyber System List having physical, electronic, data or other
access to Critical Infrastructure Protection (CIP) Bulk Electric System (BES) Cyber Systems with a Low
Impact classification. This policy also applies to Business Units (BUs), Infrastructure Security (IS),
Distribution Operations (DO), Generation (Gen), Human Resources (HR), and Information Technology
Services (ITS) who assist the NERC CIP Compliance Organization.

2.0 Document Structure

2.1 Low Impact Cyber Security Policy — This policy document describes the overall CIP cyber and
physical security for AES US senior management.

2.2 Plan Document (PL-area) — The plan document is designed to provide the specific
technologies, methodologies, and applications used to meet the standards. The plan
documents may reference process or workflow documents providing more detailed
instructions on how to perform the functions of the plan.

3.0 Policy
3.1 General

3.1.1 Management is committed to securing its BES Cyber Systems in compliance with the
applicable North American Electric Reliability Corporation (NERC) Critical Infrastructure
Protection (CIP) Reliability Standards. The purpose of this policy is to ensure that
affected parties are aware of this commitment and its applicability to Low Impact
systems identified through the CIP-002 BES Cyber Systems Categorization process.

3.1.2 This Low Impact CIP Cyber Security Policy details requirements for identifying and
protecting Low Impact BES Cyber Systems. The audience described in the applicability
section of this policy shall comply with this Low Impact CIP Cyber Security Policy,
corporate policies, and Information Protection and Security Standards and procedures.

3.2 AES US Culture of Compliance
3.2.1 AES US recognizes individuals and teams for demonstrating unique or extraordinary

ways of promoting a culture of high ethics (including but not limited to reporting
potential gaps in compliance) and reliability compliance.

3.2.2 The following methodologies are used to instill the culture of compliance throughout
AES US:
o Awareness —The awareness program, detailed in PL-003 Low Impact Cyber

Security Awareness, helps personnel to understand the compliance
regulations and how it affects them in their day-to-day activities.

Communication — The culture of compliance for AES US starts at the executive
level. The executive leadership team provides clear communications
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concerning what is expected from each person regarding compliance
requirements.

Education — Ongoing training ensures personnel are fully up to speed on the
latest requirements and their responsibilities.

Incident Reporting and Case Management — The ISCT created clear processes
for reporting any transgressions, or errors of compliance so that proper
notifications can be made, and the issue rectified. This process works both
ways so any personnel who cause an issue can be notified and reminded of
proper procedure.

3.2.3 Failure to fulfill compliance responsibilities is not acceptable as it negatively impacts
the reliability of the Bulk Electric System. Individuals may be subject to disciplinary
actions up to and including termination for failing to fulfill compliance responsibilities.

3.3 Infrastructure Security Responsibilities
3.3.1 Infrastructure Security Compliance Team (ISCT): The ISCT is responsible for

developing and promoting a culture of integrity and compliance with laws and
regulations for AES US facilities and its subsidiaries. The responsibilities of ISCT,
specific to the NERC program include:

o Issuing a letter appointing CIP Senior Manager for NERC CIP Compliance
program (identified by name, title, business phones, business address and
date of designation).

Participating as a member of the NERC Governance and Executive Governance
Committees.

o Reviewing relevant policies and monitoring performance.

Document within 30 days of change of a CIP Senior Manager.

3.3.2 NERC CIP Senior Manager: Introduction letter created by ISCT and signed by a
member of the AES US executive leadership team, to formally document the
responsible CIP Senior Manager. Responsibilities include:

• Acting as the senior officer of NERC CIP for AES US.

• Ensuring the each of the Low Impact CIP Cyber Security Plans comply with
applicable NERC CIP Reliability Standards.

o Assigning accountability to the appropriate level of management to ensure
that the Low Impact OP Cyber Security Plans receives the attention and
support needed to comply with the NERC CIP requirements.

0 Ensuring appropriate resources are available to develop, implement, and
maintain the AES US CIP Low Impact Cyber Security Plan components.

o Delegating the authority of specific actions where allowed by CIP standards.
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o Reviewing and approving the Low Impact CIP Cyber Security Policy (this
document).

3.3.3 CIP Compliance Team Members: Team Members include ISCT personnel and Business
Unit Subject Matter Experts. Responsibilities include:
• Assisting Executive Management in ensuring team members are aware of the

Low Impact CIP Cyber Security Plans and understand their role in complying
with reliability standards.

• Meeting regularly with Executive Management to discuss CIP Cyber Security
program matters.

o Recommending appropriate changes to the CIP compliance program.

• Providing periodic compliance reports, such as CIP Cyber Security program
recommendations to Executive Management.

• Maintaining contact with FERC, NERC, and the Regional Entity.

o Reporting CIP Compliance to FERC, NERC, and the Regional Entity.

cb Leading internal and external assessments.

O Coordinating and tracking CIP compliance mitigation plans.

Participating in internal CIP compliance meetings with impacted business units
and in external industry compliance meetings as appropriate.

Developing and implementing policies, procedures, work practices, and
technologies that ensure CIP compliance with reliability standards and
requirements.

o Reporting possible compliance issues or opportunities for improvement to the
CIP Compliance Management.

o Developing relationships to gain insight on compliance best practices through
participation in FERC, NERC and Regional Entity conferences, events, forums,
workshops, and gaining insight by cultivating relationships with neighboring
utilities and trade associations.

3.4 Governance
3.4.1 Governance Structure—AES US has established a NERC CIP Oversight Committee

which will help govern and monitor continuous compliance to NERC CIP standards and
provide 515 reliability. The membership of the NERC CIP Oversight Committee is listed
in the EV-00:3 AES CIP Oversight Committee Members evidence document.

3.5 Monitoring
The ISCT implemented internal mechanisms for ensuring NERC CIP compliance. These
internal mechanisms include, but are not limited to:

3.5.1 Performance Metrics: The ISCT has established performance metrics used to measure,
evaluate, and improve the efficiency and effectiveness of the CIP Cyber Security
Program. Performance metrics provide the information necessary to make intelligent
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decisions to support NERC CIP compliance on an on-going basis. The AES US has
implemented enterprise-wide goals to support compliance to the NERC Reliability
Standards.

3.5.2 Mock Audits: designed to be like a NERC CIP Compliance Audit, mock audits are
conducted by the Compliance Team and/or an external third-party consultant on an
as-needed basis, for instance, a mock audit would be conducted after the
implementation of a new OP standard.

3.5.3 Quality Assurance and Improvement Program (QAIP): An independent review of CIP
compliance, including AES US and local facility processes and procedures, performed
by QAIP board. A formal report on audit findings is issued to the NERC Compliance
Director, AES US leadership and the Compliance Oversight committee.

3.5.4 Internal Spot Checks: Similar to a NERC or Regional Entity Spot Checks but conducted
by the ISCT and/or an external third-party consultant. As with a NERC or Regional
Entity Spot Check, the internal spot check is focused on one Standard or a small group
of similar Standards or it can be focused on specific requirement(s) of a Standard.

3.5.5 Random Data Sampling: Conducted by the ISCT and/or external third-party
consultants as needed on large data populations. Random data sampling allows the
ISCT to monitor compliance using random data sampling methodologies provided by
NERC/RF.

3.5.6 Reliability Standards Audit Worksheet (RSAW): The RSAW is a guide provided by the
Electric Reliability Organization (ERO) that describes types of evidence Registered
Entities may use to demonstrate compliance with a Reliability Standard. Consistent
with NERC requirements, the ISCT will continue to effectively employ the use of
RSAWS in audit preparation and completion.

3.6 Specific Standards (Low Impact BES Cyber Systems)

AES US recognizes that ensuring reliability of the BES is a primary responsibility. The ISCT
achieves this by using defense in depth to protect BES Cyber Systems against compromise that
could lead to mis-operations or instability in the BES.
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3_6.1 Cyber Security Awareness (CIP-003 Attachment 1 Section 1)

o Goals: The ISCT's goal is to provide an appropriate level of training, and security
awareness in support of protecting BES Cyber Systems from compromise that could
occur from external sources.

o Expectations: Through training, both initial and refresher training, quarterly
newsletters, and cyber security awareness posters, AES US ensures its employees,
vendors and contractors are made aware of security best practices used within the
AES US footprint for the protection and stability of the BES.

o Objectives: To ensure employees, vendors and contractors who have physical or
logical access to Low Impact BES Cyber Assets understand the reasoning and
importance behind the security measures implemented within AES US facilities. The
Cyber Security Awareness program also is used to instill the concept of "If you see
something, say something" so all personnel take part in the security of AES US
facilities.

o References: Methodologies used, and responsibilities assigned to meet the
requirements of this standard are described fully in the PL-003 Low Impact Cyber
Security Awareness plan document.

3.6.2 Physical Security Controls (CIP-003 Attachment 1 Section 2)

0

0

Goals: Establish physical security plan(s) to control and manage the physical access to
Low Impact BES Cyber Systems.

Expectations: Physical access controls, either manual or automated, shall be deployed
to restrict unauthorized physical access to applicable Low Impact Cyber Assets or the
areas where Low Impact BES Cyber Systems are located within AES facilities.

• Objectives: Develop a physical security plan detailing the approaches used to establish
the Low Impact Physical Security Perimeter (LIPSP) and define both procedural and
operations controls to restrict physical access to the BES Cyber Systems and Physical
Access Control Systems (PACS).

0 References: Methodologies used, and responsibilities assigned to meet the
requirements of this standard are described fully in the PL-003 Low Impact Physical
Security Plan document.
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3.6.3 Electronic Access Controls (CIP-003 Attachment 1 Section :3)

0

0

Goals: BES Cyber Systems shall be protected by one or more cyber security controls to
ensure only necessary inbound and outbound electronic communications are
permitted between a Low Impact BES Cyber System(s) and a Cyber Asset(s) outside of
the asset containing Low Impact BES Cyber Systems, use a routable protocol when
entering or leaving the asset containing the Low Impact BES Cyber System(s), or are
not used for time-sensitive protection or control functions between intelligent
electronic devices. The cyber security controls shall be configured to allow only traffic
with a specific business or emergency requirement and to deny all other traffic.

Where Dial-up communications are required, authentication shall be used, per Cyber
System capability, to verify endpoints taking part in the communication process.

Expectations: Security Perimeter(s) are protected, monitored for malicious activities,
and limited to only necessary inbound and outbound directional routable protocol
access. Access to the Security Perimeter is granted based on an identifiable business or
emergency need. Appropriate events are monitored, and incidents are responded to
using the Incident Response Program.

o Objectives: Appropriate programs, processes, and procedures are established,
maintained, monitored, evaluated, and tuned so that they provide constant, reliable
protection for the Low Impact Cyber Security Perimeters. Any shortcoming or
inconsistent performance in maintaining protections must be submitted for
compliance evaluation.

• References: Methodologies used, and responsibilities assigned to meet the
requirements of this standard are described fully in the PL-003 Low Impact Cyber
Security Plan document.

3.6.4 Cyber Security Incident Response (CIP-003 Attachment 1 Section 4)

o Goals: Manage risk to the reliable operation of the BES as the result of Cyber Security
Incident.

• Expectations: The processes to identify, classify, and respond to Cyber Security
Incidents, both electronic and physical will be included in an Incident Response Plan
(IRP). The Response Plan shall be tested at least once every 15-calendar months;
response to an actual Cyber Security Incident may be considered as a test of the
Incident Response Plan. Any changes to a Response Plan or lessons learned will be
reflected in the Plan documentation within 90 days of the end of an exercise or actual
event. Any individuals or groups with a defined role with the Incident Response Plan
will be notified of the changes within the same 90-day period. Any changes to the roles
and/or responsibilities within the Incident Response plan will be communicated to
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each individual or groups with a defined role in the Incident Response plan within 60-
calendar days of the change being made.

• Objectives: The AES US Incident Response Plan will be used to respond to the security
incidents relevant to CIP assets. The IRP will be applicable to all the Low Impact BES
Cyber Systems. E-ISAC will be informed, as required, within one hour of confirmation
of security incident. For each reportable Cyber Security Incident, documentation of the
incident and any forensic evidence obtained shall be kept for at least three years.

o References: Methodologies used, and responsibilities assigned to meet the
requirements of this standard are described fully in the PL-003 Low Impact Cyher
Security Incident Response plan document.

3.6.5 Transient Cyber Asset and Removable Media Malicious Code Risk Mitigation (CIP-003
Attachment 1 Section 5)

o Goals: Manage the risk associated with the of the introduction of malicious code to
Low Impact BES Cyber System(s) through the use of Transient Cyber Assets or
Removable Media.

o Expectations: The processes used to mitigate the risk of the introduction of malicious
code through the use of Transient Cyber Assets and Removable Media, both those
maintained by AES and by third party contractors, will be included in a plan which
details the methodologies used.

o Objectives: The AES US Transient Cyber Assets and Removable Media Plan will be used
to detail the methodologies which can be used by each individual AES location which
contains Low Impact BES Cyber System(s). The appendix of the plan document will
detail the individual controls implemented at each specific AES location.

o References: Methodologies used are described fully in the PL-003 Low Impact
Transient Cyber Assets and Removable Media Plan document.

3.6.6 Personnel Risk Assessments and Training

o Goals: Infrastructure Security shall provide an appropriate level of personnel risk
assessment and training in support of protecting Low Impact BES Cyber Systems from
compromise occurring from individual's physical and/or logical access.

o Expectations: CIP training and a Personal Risk Assessment (PRA) will completed for all
personnel, employees and contractors, prior to approval and granting of unescorted
physical or logical access to BES Cyber Systems. Identity verification and a seven-year
criminal history check are included in the PRA. PRAs are updated at least every seven
years after the initial PRA. A Transport Workers Identification Credential (TWIC) can be
used as an alternative to the traditional background check process administered by
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Human Resources once the card has been verified through the Transportation Security
Administration (TSA) Database.

Training is given to individuals prior to being given physical and/or logical access to
Low Impact BES Cyber Systems to build on the Low Impact Cyber Security Awareness
program described earlier in this document. The training is repeated at least once
every 15-calendar months to ensure personnel are aware of emerging cyber and
physical security information.

o Objectives: AES US requires and maintains PRAs on individuals' prior to granting
access to Low Impact BES Cyber Assets or information. ISCT creates and maintains a
security training program, for both physical and cyber security, to ensure personnel
understand security procedures prior to being given physical and/or logical access to
Low Impact BES Cyber Systems. This security program will be repeated at least once
every 15-calendar months to be used as a refresher and to ensure personnel are
aware of emerging security issues. Infrastructure Security maintains a program to
disable or modify physical/logical access for individuals who no longer need
unescorted access and manage shared passwords known by those individual(s).

3.6.7 Declaring and Responding to CIP Exceptional Circumstances:

o Goals: Develop a process to invoke special procedures in the event of a CIP Exceptional
Circumstance. This will allow for exceptions to normal policies, procedures and/or process
that are necessary in the event of an emergency.

• Expectations: CIP Exceptional Circumstances are situations that involve or threaten to
involve conditions that impact the safety of personnel or BES reliability. Such
circumstances might include, but are not limited to natural or manmade disasters, a risk of
injury or death, civil unrest, an imminent or existing hardware, software, or equipment
failure, a Cyber Security Incident requiring emergency assistance, a response by
emergency services that forces AES US facilities to respond and recover from it and may
not have resources to collect evidence of compliance for certain requirements for the CIP
standards.

o Objectives: As a CIP Exceptional Circumstance (CEC) can occur at any time, it is allowable
for any AES US employee to declare a CEC and suspend evidence collection for a limited
time as detailed in the applicable areas of its Procedure and Process documentation_ Once
the CEC has been concluded, a summary of the event is written by the personnel involved
and submitted to the Infrastructure Security team for review. The EV-00:3 CIP Exceptional
Circumstance document is used to record the information pertaining to the potential CIP
Exceptional Circumstance. The Infrastructure Security team coordinates with the CIP
Senior Manager and any applicable delegates to determine if the event qualifies as a CEC
and records the results of their investigation on the EV-003 CIP Exceptional Circumstance
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document If necessary, a self-report will be created and submitted if the event was
determined not to meet the criteria for a valid CEC.

4.0 Evidence Retention

All business units shall keep data or evidence to show compliance as identified below unless directed
by its Compliance Enforcement Authority (CEA) to retain specific evidence for a longer period of time
as part of an investigation.

o Each business unit shall retain evidence of each requirement in the CIP standards for three
calendar years.
In case of non-compliance, evidence shall be kept until mitigation is complete and approved or
for the time specified above, whichever is longer.

• Infrastructure Security shall keep the last audit records, and all requested and
submitted subsequent audit records.
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5.13 Implementation Plan
A. Accountably Policy Officer(s):

1. Judi Sobecki — CIP Senior Manager
B. Effective Date: April 1, 2017
C. Communication and Training Plan:

1. Presentations and Computer Based Training (CBT) will be performed as needed.
D. Sustainability Plan:

1. This policy will be reviewed for accuracy and approved once every 15-calendar months by
the CIP Senior Manager.

2. Upon change of CIP Senior Manager, the ISCT will initiate the appropriate changes to the
documentation required.
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Functional Area: 
Occupational Health and Safety Management

Policy and Goal Setting:

DP&L's Safety policies comply with federal, state and local regulations and policies. DP&L's
policies are developed by DP&L's management under the guidance of AES's management and
AES's board of directors. All parties are responsible to ensure that DP&L' s policies meet or
exceed the requirements set forth by all DP&L's regulating entities. The priority of all DP&L
operating areas is to ensure the safety of all our employees, contractors and the public. DP&L
takes this priority very seriously and incorporates safety into all aspects of operations. Safety
takes precedence over all other utility operations and is listed first amongst the mission and
values of the AES Corporation. DP&L's Occupational Health and Safety Management policies
are included as Occupational Health and Safety Management — Exhibit 2.

AES and its subsidiaries strive to provide a place of employment for our employees and
contractors that is free from recognized hazards and meets or exceeds governmental regulations
regarding occupational health and safety. AES considers occupational health and safety a
fundamental value of the organization and a key performance indicator of the overall success of
the organization. AES expects that contractors working at AES owned, controlled, or managed
facilities will share this value.

DP&L has developed and implemented an Occupational Health and Safety Management System,
to meet all current applicable regulatory, AES Corporation and business occupational and safety
requirements. A list of the requirements is included as Occupational Health and Safety
Management — Exhibit 3.

Safety goals are set annually in support of DP&L and AES Corporate goals. Goals are divided
into both leading and lagging indicators which are established to report safety performance and
to encourage behaviors which improve safety performance. Goals for lagging indicators include
meeting injury and illness rates and preventable vehicle accident rates. Goals for leading
indicators include safety meeting attendance, safety inspections, and safety walks. The current
safety goals are included as Occupational Health and Safety Management — Exhibit 4.

DP&L will establish and maintain programs for achieving its safety goals, objectives and targets.
The written programs and procedures shall define the program requirements, implementation
strategies, roles and responsibilities and training needs. The safety programs and procedures will
meet or exceed the AES Environmental Health and Safety (EHS) standards.

Strategic and Long-Range Planning:

DP&L believes that all incidents are preventable. DP&L and AES maintain a thorough reporting
system which requires that all incidents, near misses, workplace hazards and the use of stop work
authority is documented, reported to AES and shared throughout DP&L and AES's operating
companies. Through this sharing process AES helps all its operating companies learn and grow
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from one another and DP&L benefits from safety lessons learned around the world. In addition,
every DP&L employee is expected to attend a monthly safety meeting as well as DP&L's annual
Safety Day. These events help to increase safety culture and awareness both at work and at
home. DP&L management employees perform safety walks and jobsite reviews which
encourage safe practices in the field and engages field employees with positive safety dialog.
Through encouraging all employees and contractors to stay engaged in safety and being
proactive on all safety topics, DP&L is aggressively pursuing an injury free workplace.

Organizational Structure and Responsibilities:

DP&L safety consists of 2 safety professionals and 2 elected union employees and is led by the
Manager of the US Environmental, Health, and Safety for T&D Business. This organization is
supported by the AES Corporate Safety and Health Department. Safety provides program
development and implementation support for all employees. Safety ensures compliance with
Occupational Health and Safety Management System, per all current applicable regulatory, AES
Corporation and business occupational and safety requirements enhancing safety culture and the
prevention of incidents and illnesses. Utility activities include:

1) Maintain compliance with all applicable EHS regulations, AES EHS Standards, and other
requirements adopted by the business

2) Prepare annual work plans to achieve safety objectives and goals, with the approval of
US SBU T&D EHS Manager

3) Maintain and continually improve the safety management system, control of documents
and proactive safety programs at DP&L

4) Support compliance with the annual program of internal and external AES EHS audits at
DP&L

5) Ensure hierarchy of controls in general hazard assessment and risk analysis, job hazard
analysis and job safety analysis

6) Implementation and monitoring of the incident management program per OSHA and
AES EHS standards. SIP Incident Investigation using TapRoot methodology

7) Develop and deliver EHS related orientation and training programs for DP&L employees
8) Visit job sites and facilities to conduct safety walks, work activity observations, safety
inspections, and follow up

9) Maintain and continually improve the contractor management program compliance and
special projects

10) Active participation in cross functional activities with IP&L EHS team
11) Encourage electrical safety programs in the general public with programs like "Think

Hot, Stay Safe!" as well as information on DP&L's website
12) Track safety statistics for both leading and lagging indicators of safety performance.

Monitor safety performance and trends to identify patterns which may justify a safety
stand down
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13) Develop safety materials for monthly safety meetings attended by all DP&L employees
and contractors

14) Active participation in the DP&L's annual Safety Day event for all employees
15) Analyze conditions to proactively produce special safety alerts when warranted. For

example, alerts may be generated if road construction produces a hazardous area which is
safer to avoid and/or if hazardous weather is forecasted and employees need to exercise
caution due to the conditions

16) Conduct contractor meetings to encourage open dialogue about safety, share best
practices and to ensure that DP&L safety policies are known and followed by all those
performing work on DP&L's property/system

The organizational chart for Occupational Health and Safety Management is included as
Occupational Health and Safety Management — Exhibit 1.

Decision-Making and Control:

At DP&L safety decision-making and control goes beyond the Safety area. Safety decisions are
made at all levels of the organization. Any DP&L employee no matter what position or skill, has
the authority to stop any job at any time if they believe that the work being done isn't safe or if
the job could be done in a safer manner. DP&L calls this our "Stop Work Authority". Using
this authority is an obligation that every DP&L employee and contractor maintains if they see an
unsafe situation.

Additionally, the safety responsibility is also shared by designated Safety Champions. Safety
Champion is an annual role given to influential leaders throughout the business who share in the
safety leadership for a period of time. These leaders reinvigorate Safety with new perspectives
and ideas.

Performance against the Customer Operations goals is monitored and reported on a continuous
basis, including monitoring of safety metrics, reliability targets, budgets and compliance. This
monitoring helps to ensure that early warnings are in place when problems arise, allowing
management to uncover trends in a timely manner to proactively address issues.

Internal and External Communications:

Internal and external communications are accomplished through a variety of channels including
meetings, phone calls, conference calls, e-mails, public television, the Think Hot! Stay Safe!
program, newspapers and the company website. Internal communications support the operations
of all Customer Operations functional areas within DP&L. Safety works with Corporate
Communications to develop messaging to communities and major accounts when inclement
weather is forecasted, outages are planned and when any other safety concerns arise.
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Communications with communities typically involve a variety of topics including electrical
safety, generator safety during outages, pet safety, and holiday safety.
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Occupational Health and Safety Management — Exhibit 1

Organizational Chart for Occupational Health and Safety Management

Senior Manager of Global EHS Operations

Manager of US SBU EHS

Occupational Health and Safety Management
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Occupational Health and Safety Management — Exhibit 2

Safety & Health Policy
Dayton Power and Light

Dayton Power and Light puts safety first for our people, the contractors that work on our behalf, our customers
and the individuals In the community In which we operate. We strive to conduct all of our work activities in a
manner that promotes personal safety, health and well being. To ensure that we adhere to these standards
consistently across our business, we have established this Safety and Health Policy with the following principles:

• Dayton Power and Light leadership is ultimately responsible for safety performance. While proper
day-to-day safe work practices are everyone's responsibility, our leaders set occupational safety and health-
related expectations, monitor safety performance against these measures, and hold themselves and our
people accountable for meeting these targets.

• Dayton Power and Light leadership will provide the appropriate resources, human and material, to
ensure that all our people have the means to worn safely. Our leaders will ensure that the necessary
engineering controls, people training and mentoring, procedures and equipment are provided to mitigate
occupational safety and health risk.

• Dayton Power and Light people will comply with all applicable occupational safety and health
requirements. Our people will identify, understand and comply with all occupational safety and healthe-elated
governmental regulations, and other applicable safety and health requirements including those imposed by
DP&L policies, procedures and standards.

• Dayton Power and Light contractors will to adhere to the same safety standards as our people. We will
ensure that contractors working for our business meet our occupational health and safety-related
performance expectations and requirements or take appropriate steps if those expectations and requirements
are not met.

• Dayton Power and Light people will continuously strive to improve our Facilities occupational safety
and health performance. We will put into place and Implement a safety management system (SMS) to set
occupational safety and health goals, objectives and targets; commit to preventing injuries; measure safely
and health performance; conduct regular safety and health audits or assessments to review compliance with
applicable safety and health legal and company requirements; and make necessary SMS adjustments to
achieve continuous improvement.

This Safety & Health Policy is based on our fundamental beliefs that everyone has a right to a safe workplace, all
accidents can be prevented and working safely is a condition of employment. Adherence to these Onnciples is
mandatory for all our people.

1 Le
Date
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Occupational Health and Safety Management — Exhibit 3

Regulatory and Other Safety Requirements

1) OSHA Standards
a) OSHA 29CRR 1910 (https://www.osha.gov/laws-regs)

2) AES EHS Standards
a)
b)
c)
d)
e)
0
g)
h)
i)

k)
1)
m)
n)
o)
p)
q)
r)
s)
t)
u)
v)
w)
x)
y)
z)
aa)
bb)
cc)
dd)
ee)
ff)

AES-STD-OHS01 - Safety Management System
AES-STD-OHS02 - Hot work
AES-STD-OHS06 - Confined Space
AES-STD-OHS08 - Emergency Preparedness
AES-STD-OHS10 - Enclosed Space Entry
AES-STD-OHS14 - Electrical Safety
AES-STD-OHS16 - Overhead Line Construction and Maintenance
AES-STD-OHS17 - Underground Line Construction and Maintenance
AES-STD-OHS18 - Substation Safety Standard
AES-STD-OHS20 - Housekeeping
AES-STD-OHS23 - Tree Trimming and Vegetation Management
AES-STD-OHS25 - Machine Guarding
AES-STD-OHS26 - Hearing Protection and Noise Reduction
AES-STD-OHS27 - Illumination
AES-STD-OHS29 - Defensive Driving - Vehicle Safety
AES-STD-OHS30 - Heat and Cold Stress Prevention
AES-STD-OHS03 - Contractor Safety Management
AES-STD-OHSO4 - Fall Protection
AES-STD-OHS05 - Work Zone Traffic Control
AES-STD-OHS07 - Control Hazardous Energy Sources - LOTO (T&D)
AES-STD-OHS11 - Electrical Safety Qualification for T&D
AES-STD-OHS12 - Incident Management
AES-STD-OHS13 - Job Safety Analysis and Pre-Job Briefing
AES-STD-OHS15 - Live Work
AES-STD-OHS19 - Personal Protective Grounding
AES-STD-OHS24 - Hoisting and Rigging
AES-STD-OHS31 - AES Proactive Safety Standard
AES-STD-OHS33 - Unmanned Aerial Vehicles (UAV) Safety
AES-STD-OHS34 - Excavation Safety
AES-STD-EHS02 - AES External EHS Audit Program
AES-STD-ENVO2 - Spill Prevention and Containment
AES-STD-ENVO3 - Hazardous and Special Waste Requirements
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gg) AES-STD-ENVO4 - Chemical and Raw Material Management
hh) AES-STD-ENVO5 - PCB Management
ii) AES Internal EHS Audit Standard

2.1) Programs and procedures associated (Listing of all DP&L Safety Policies)
a) Bloodborne Pathogens
b) Cell Phone and Two-Way Radio Use While Driving
c) Confined Space
d) Contractor Safety Management
e) Defensive Driving
f) Electrical Safety Qualification
g) Emergency Action Plans
h) Enclosed Space Entry
i) Excavation of Underground Conductors
j) Facility Lockout Tagout
k) Fall Prevention
1) Flame Resistant Clothing
m) Grounding
n) Hazardous Communication
o) Hearing Protection and Noise Reduction
p) Heat and Cold Stress Prevention
q) Hoisting and Rigging
r) Housekeeping
s) Illumination
t) Incident Management
u) Lead Awareness and Protection
v) Live Line Work
w) Machine Guarding
x) Occupational Dog Bite Safety
y) Open Flame and Welding Permitting Requirements
z) Overhead Line Construction and Maintenance
aa) Personal Protective Grounding
bb) Pre-Job Briefing and Job Safety Analysis (JSA)
cc) Proactive Safety
dd) Safety and Health Policy
ee) Safety Facility Inspection and Hazard Identification Guidelines
ff) Safety Management System
gg) Safe Parking and Parking Lot Use
hh) Substation Entry
ii) Substation Personal Protective Grounding
jj) Transmission and Distribution Lockout Tagout (Band and Tag)
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kk) Underground Line Construction and Maintenance
11) Vegetation Management
mm) Work Zone Traffic Control

3) Documents
a) DP&L Safety Manual
b) AES US SBU Transmission and Distribution EHS Terms and Conditions
c) AES US SBU Contractor Management Guide

4) Other requirements adopted by the organization
a) U.S. Department of Transportation (https://www.transportation.gov/)
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Occupational Health and Safety Management — Exhibit 4

DP&L Safety Goals, Objectives and Targets

GOAL Weightage Target Achievement

Fatality (AES People +
Contractors)

50% Zero Target
Lower Limit

100%
0%

Non-Injury SIP Rate (AES 25% 1.2
Upper
Target

200% of target
1.2

People + Contractors) Lower Limit < Target

Safety Meetings (AES People + 12.5% 95%
Upper
Target

200% of target
100% of target

Contractors) Lower Limit < Ta rget
Upper 200% of target

Safety Walks 12.5% 99 Target 100% of target
Lower Lim it < Target
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Functional Area: 
Supply Chain

SFR Reference
(B)(9)(b)(v) Materials and inventory management and control
Staff Letter

Policy and Goal Setting:

Supply Chain policies are developed by Global Supply Chain management under the guidance of
AES's management and AES's board of directors. All parties are equally responsible to ensure
that the policies meet or exceed the requirements set forth by all DP&L's regulating entities.
Supply Chain personnel are also expected to conduct business in accordance with the AES Code
of Conduct and AES Values.

The first priority of all DP&L areas is to ensure the safety of all employees, contractors and the
public. Supply Chain prioritizes safety and incorporates it into all aspects of operations. An
example of incorporating Safety into all activities in Supply Chain includes using Avetta
software which prequalifies potential contractors on a variety of safety topics. Additionally, all
employees are required to attend monthly safety meetings.

Annual Supply Chain goals and objectives are set in support of company and corporate goals.
Goals include targets for safety, savings, inventory and sourcing Key Performance Indicators
(KPIs) and training. A listing of applicable supply chain KPIs are included as Supply Chain —
Exhibit 2.

Strategic and Long-Range Planning:

Supply Chain updates its strategic plan annually for budgeting purposes and long-range planning
with regard to inventory levels, personnel, equipment and service needs. Forecast and actual
information is obtained from all business areas.

Supply Chain has the following short- and long-term goals that support the AES Corporate
business plan:

1) Meet monthly safety meeting attendance and safety walk requirements
2) Increase focus on efficiencies from the Global Category Program Governance and

Structure to deliver savings through sourcing activities that directly contribute to the
target financial goals

3) Implement Supply Chain Digitalization solutions to increase efficiency on the Procure to
Pay process and to improve internal customer purchasing experience

4) Create a clear demand planning strategy to allow the identification of opportunities for
predictive analytics and pattern recognition to improve total inventory management and
forecasting
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5) Implement a supplier relationship management tool to regularly evaluate performance
and promote development of critical suppliers in alignment with asset management
strategy

Organizational Structure and Responsibilities:

Global Supply Chain consists of approximately 170 employees led by the Global Supply Chain
Managing Director, and a Supply Chain Shared services Center of approximately 50 employees.
There are five main divisions that are responsible for the following activities:

Category Management is responsible for the sourcing and contracting of goods and services
related to all areas of AES's businesses, including DP&L. Activities include:

1) Develop and maintain relationships with internal customers and suppliers in order to
procure the best quality and price of goods/services when they are needed

2) Evaluate performance and promote development of critical suppliers
3) Negotiate contracts, including terms and conditions
4) Maintain pipeline of upcoming projects
5) Continuously strive to include multiple and diverse suppliers in bid events

Logistics and Demand Planning is responsible for maintaining, distributing, replenishing and
securing inventory. Activities include:

1) Issue inventory according to requests made by internal customers
2) Cycle counts to ensure the accuracy of physical inventory
3) Plan and replenish stock to maintain an optimum level of inventory for ongoing and

emergency operations

E-Sourcing and Digitalization is responsible for technological integration, modernization and
digitalization of Supply Chain activities. Activities include:

1) Implementation of new buying channels to improve internal customer and supplier
procurement experience

2) Development of opportunities for automation, artificial intelligence solutions

Supply Chain Shared Services Center is responsible for providing procurement support among
other activities such as:

1) Vendor and materials data management
2) Purchase order follow up and maintenance
3) Purchase order creation

Governance Standards and Systems is responsible for managing, controlling and developing the
guidelines for functional system configuration, Policies and KPIs structures to control the global
activity and performance of Supply Chain and its Shared Service Center.
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The organizational chart for Supply Chain is included as Supply Chain — Exhibit 1.

Decision-Making and Control:

Supply Chain decision-making and control is achieved by individuals throughout the
organization making decisions within their given scope of authority in support of DP&L's
overall mission and in accordance with policies and procedures. Policies and procedures guide
decisions made during the course of business and set up approval hierarchies with regards to
purchase requisitions, purchase orders, contracts and inventory levels and adjustments. A listing
of applicable supply chain policies is included as Supply Chain — Exhibit 3.

Performance against Supply Chain goals is monitored and reported on a continuous basis, which
includes monitoring of safety, diversity and overall spend and inventory metrics. This
monitoring helps to ensure that early warnings are in place when problems arise. This allows
management to uncover trends in a timely manner and proactively address issues.

Internal and External Communications:

Supply Chain holds staff meetings between leadership and direct reports on a monthly and
intermittent basis. Reporting on Supply Chain metrics is published in a central online location
for all team members to access. Oftentimes, reports and other communications are circulated via
email and conference calls as well. Internal communications also correspond to supporting the
operations of other functional areas of DP&L. These communications frequently happen
through Ariba, SAP or other applications and include purchase requisitions, inventory
requisitions and contract compliance and approval.

External communications with DP&L's suppliers occur as needed through a variety of means.
Bids are obtained through written communications or by use of an e-sourcing tool, Ariba. Other
communication venues used with suppliers include emails, phone calls and face-to-face
meetings.

Staff Letter - DP&L's processes and controls associated with its internal controls over the 
issuance and return of materials and supplies associated with storm restoration equipment,
specifically storm skid kits and the return of unused supplies: 

DP&L provides storm kits (aka storm skids) to visiting mutual aid crews as an efficient way to
distribute commonly used materials and equipment during a storm event. Each kit provides a
variety of materials which field personnel have determined will likely be needed for the current
storm. Typically, the kit will include ground wire, tri-plex service wire, insulators, fuses,
connectors, tags and other appropriate restoration materials. Storeroom personnel record the
materials provided to crews and the receiver (field crew) signs for the material. Throughout the
storm event crews will continue to request additional materials as required for their assigned
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jobs. As those materials are issued to crews, they are tracked and logged by storeroom
personnel. Upon completion of the storm, crews will return any unused materials to the
storeroom, and storeroom personnel will complete a material charge recovery form which is
signed by the crew returning the materials. Finally, storeroom personnel enter all the
information into DP&L's material tracking and inventory system and begin a review process to
ensure that all materials have been charged to the appropriate accounts. Additional detail on this
process can be found on Supply Chain — Exhibit 4.
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Organizational chart for Supply Chain

[Vice President, Global Operations Support

Managing Director of Global Supply Chain

Governance, Standards and Systems

Supply Chain — Exhibit 1

 I Supply Chain Shared Services Center

Global Category Management

Logictics and Demand Planning

e-Sourcing and Digitalization
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Supply Chain — Exhibit 2

Listing of Supply Chain Key Performance Indicators

• Savings against budget
• Purchase Requisition to Purchase Order Cycle Time
• Purchase Requisition Days Outstanding
• On Time in Full Supplier to Warehouse
• Inventory KPIs:

o Inventory Levels
o Days in Advance for Reservations
o Aging Reservations
o On Time in Full Warehouse to Customer
o Warehouse Returns
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Supply Chain — Exhibit 3

Listing of Supply Chain Policies

• AES Global Procure to Pay Policy
• AES Global Non-Fuel Inventory Policy
• US SBU Expenditure Approval Policy
• AES Code of Conduct
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Human Resources

Human Resources has overall responsibility for employment related issues including recruiting,
career development and benefits. The Human Resources function is described in detail in the
following section.

Chief Human Resources Officer, Global

Human Resources
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Functional Area: 
Human Resources

SFR Reference 
(B)(9)(h)(i) Salary and benefits administration
(B)(9)(h)(ii) Recruiting and selection
(B)(9)(h)(iii) Training and career development
(B)(9)(h)(iv) Performance evaluation and appraisal
(B)(9)(h)(v) Work force productivity

Policy and Goal Setting:

Human Resources assists DP&L in achieving business goals by developing and maintaining the
policies and programs aimed at attracting and retaining a talented workforce to safely and
reliably deliver electric service to our customers.

As a member of the senior leadership team the Director of Human Resource reviews and updates
the long-term strategic business plan and developing short-term company goals. Human
Resources leadership then reviews the Company's goals and sets annual departmental objectives
to support those goals.

Strategic and Long-Range Planning:

Human Resources strategic planning efforts are aimed at attracting and retaining a talented
workforce in order to further the Company's long-term strategy of delivering safe, reliable
service to our customers. The people section of the long-term strategic business plan is
developed by Human Resources leadership and focuses on objectives related to culture, total
rewards, talent development, internal communications, and labor relations. Human Resources
leadership annually updates the plan and reviews with U.S. Senior Leadership.

Organizational Structure and Responsibilities:

The Human Resource team is globally segmented into a modern delivery platform consisting of
Local HR (Generalists); Total Rewards; Talent Acquisition; HR Information Systems, and
Shared Services (such as payroll, processing, etc.). Each area establishes global goals for their
respective area. Collectively, with input from local Strategic Business Units (SBU), these goals
are then adopted by each local SBU with local adjustment by country, region, or company. The
Director of Human Resources reports directly to the President and Chief Executive Officer and
has a dotted line relationship to the Global Human Resources Organization. Human Resources
maintains responsibility for the following utility activities:
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Total Rewards is responsible for the development and administration of fair and competitive
compensation and employee benefit programs, maintaining back-office clerical support, and
Human Resources information systems.

1) Develop and administer programs related to medical, dental, vision, wellness, and life
insurance. Such programs are reviewed annually to assess competitiveness and ensure
cost effectiveness

2) Develop and administer compensation programs. Evaluate jobs to determine appropriate
compensation levels and participate in market surveys to ensure compensation levels are
fair and competitive as compared to similar roles in companies within the industry and
companies with whom the Company competes for talent. Management compensation
systems are reviewed annually and take into account economic conditions, wage trends,
and market data. Wage rates for the union population are subject to collective bargaining

3) Administer and evaluate retirement programs including 401(k) and pension plans
4) Maintain the Human Resources information system of record and applicant tracking

systems

Employee Relations is responsible for managing, addressing, and resolving employee concerns,
as well as maintaining a positive relationship with the bargaining unit.

1) Partner with functional areas to provide generalist support and consulting on a broad
range of employee issues

2) Proactively identify potential employee or labor issues and work to resolve issues with
employee or union when applicable

3) Ensure proper administration of Company labor agreements

Labor Relations is responsible for maintaining a positive relationship with the bargaining unit
and managing the contract and negotiation processes.

1) Manage the grievance, arbitration, and negotiation processes

Talent Management is responsible for assessing the people development needs of the
organization and creating and executing appropriate training to meet those needs

1) Develop performance competencies and structure the performance review process
2) Conduct talent dialogues to assess talent strengths and opportunities within each

functional area
3) Develop the succession plan in conjunction with functional leadership
4) Assess developmental needs for individuals and functional areas and recommend, design,

and/or deliver trainings to address identified gaps and needed productivity improvements
5) Source and on-board new talent and ensure compliance to applicable local, state, and

federal regulations and requirements
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6) Develop and maintain campus recruitment strategies to include intern and co-op
programs

7) Deliver and maintain employment testing programs to evaluate candidate capability
8) Participate in community outreach programs in support of the Company's diversity and
inclusion strategy

The organizational chart for Human Resources is included as Human Resources — Exhibit 1.

Decision-Making and Control:

Human Resources' decision-making and control is achieved by individuals throughout the
organization making decisions within their given scope of authority in support of the Company's
overall mission and in accordance with the Company's policies and procedures. Decisions are
appropriately raised to proper level of authority as required by Company policies.

Performance against Human Resources goals are monitored on a continuous basis. This allows
management to uncover trends in a timely manner and proactively address issues.

Internal and External Communications:

Internal communications are accomplished through a variety of communication channels
including; face-to-face meetings, phone calls, conference calls and e-mail. Internal
communications typically correspond to supporting the operations of other functional area of the
Company. These communications include providing information to all areas of the Company.

External communications will typically involve benefit development, recruiting, and hiring
activities.
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Human Resources — Exhibit 1

Organizational Chart for Human Resources

Chief Human Resources Officer, Global

Vice President of Human Resources 1

Director of Human Resources

HR Generalists

Talent Management

Communications

Shared Services

-I Services and Technology

Total Rewards
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Office of DP&L's Chief Financial Officer

Finance is responsible for the ensuring that DP&L has the financial security needed to support its
primary mission of providing reliable and affordable electric service. The functions provided by
Finance are described in detail in the following sections.

President and Chief Executive Officer, DP&L

Chief Financial Officier, US SBU & DP&L

--1 
Accounting Operations

--1 Financial Planning and Analysis

i Risk Management

Tax Department

Treasury
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Functional Area: 
Accounting Operations

SFR Reference 
(B)(9)(b)(ii) Accounting systems and fmancial reporting
Staff Letter

Policy and Goal Setting:

The US SBU Controllers Group ("Accounting Operations") provides accounting services to
DP&L. The policies that govern the team's activities include adaptation of policies issued by
AES Corporate as well as those prepared by Accounting Operations for activities unique to
DP&L. The US SBU has policies that govern US SBU-wide activities such as travel and
entertainment, while the US SBU Controller has the authority to approve policies that only
impact the Accounting Operations organization, such as setting timing requirements for account
reconciliation review and approval. These policies are designed to reflect enterprise practices as
well as industry standards and requirements. They are available electronically to all employees
via a shared site. The policies and a strong internal control environment are designed to ensure
the timely and accurate preparation of internal and external reports, which is one of Accounting
Operations primary and enduring goals. In a process led by the US SBU Controller, all goals for
Accounting Operations are set annually in alignment with the US SBU-wide business plan,
which drives the components of the US SBU CFO's tactical and strategic plan.

Strategic and Long-Range Planning:

The US SBU Senior Leadership Team is responsible for establishing the US SBU business plan,
discussed above in the "Policy and Goal Setting" section, which includes long-range financial
and operational planning.

Organizational Structure and Responsibilities:

DP&L's accounting is provided by the US SBU Accounting Operations, one of several
centralized shared service areas that also provides support to several other entities that are part of
the US SBU, including Indianapolis Power & Light. The US SBU Controller, who leads
Accounting Operations, reports directly to the US SBU CFO and has a dotted line reporting
relationship to the AES Corporate Controller.

The accounting departments that report to the US SBU Controller include General, Operations,
Regulatory, Revenue, Fixed Assets Accounting, as well as Financial Reporting, Accounts
Payable, Financial Systems and Controls and Technical (dotted line relationship). Labor costs
for services provided to DP&L are either directly charged to DP&L or directly charged to a
project number that results in a distribution among the appropriate combination of entities based
on the individual's standard workload split.
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Key responsibilities of each of the departments within the US SBU Accounting Operations are as
follows:

1) General and Operations Accounting
a) Oversee the closing of the books and records monthly timely and accurately
b) Assist in preparation of accounting-related data in support of initiatives and activities

of the other teams within Accounting Operations
c) Prepare journal entries related to the operations of generation facilities that are owned

jointly with third parties
d) Coordinate the capture and monthly allocation of costs incurred by the Service

Company on behalf of DP&L
e) Prepare monthly occupancy cost allocations to entities who benefit from the use of

space owned by DP&L

2) Regulatory Accounting
a) Prepare accounting related schedules for various routine filings with the PUCO, as

well as the related journal entries
b) Coordinate the preparation of DP&L's quarterly FERC 3Q's and annual FERC Form

1
c) Prepare testimony and schedules related to general rate cases as necessary

3) Revenue Accounting
a) Record revenues related to DP&L, including the monthly unbilled revenue

calculation
b) Provide internal management reporting and analysis for revenue results
c) Provide billing service for miscellaneous utility and certain non-utility services

4) Fixed Assets Accounting
a) Maintain property records, including depreciation, AFUDC and ARO
b) Provide guidance on capital versus expense accounting
c) Prepare asset related rate case exhibits

5) Financial Reporting
a) Coordinate data gathering for preparation of SEC Form 10-Q's and 10-K
b) Preparation of formal financial statements, including footnotes
c) Obtain review input from the DP&L Disclosure Committee, Board of Directors and

the independent external auditors
d) Prepare monthly and quarterly analysis to explain trends and variances compared to

prior periods
e) Support rate case activity
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6) Accounts Payable
a) Timely processing of invoice payments
b) Compliance with regulations and company policies

7) Financial Systems and Controls
a) Coordination of annual control self-assessment testing
b) Assistance on control deficiency mitigation
c) Assistance on preparation of policies and procedures
d) Control-related interaction with independent external and internal auditors
e) Finance digital initiatives and system implementations

8) Technical Accounting (dotted line reporting relationship)
a) Contract review
b) New accounting pronouncement analysis and implementation assistance
c) Accounting guidance interpretation as requested
d) Derivative accounting

The organizational chart for Accounting Operations is attached as Accounting Operations —
Exhibit 1.

Decision-Making and Control:

The US SBU Controller provides overall direction to the members of Accounting Operations,
with individuals throughout the organization making decisions within their scope of authority in
support of DP&L's overall mission and in accordance with the DP&L policies and procedures.
The primary function of the US SBU Accounting Operations relates to the proper disclosure of
accounting and financial data to satisfy external regulations and requirements. Quality control
over the preparation of documents filed quarterly and annually with the SEC include reviews by
the DPL/DP&L Disclosure Committee and Board of Directors, as well as the independent
external auditors which includes their formal audit opinion for the SEC Form 10-K. Subject
matter experts throughout the US SBU assist with the preparation and review of the quarterly
and annual financial filings with the FERC, with the annual FERC Form 1 audited by the
independent external auditor. In addition, the Internal Audit department conducts reviews of
accounting activity and adherence to policies and procedures. The Internal Audit annual audit
plans are designed to focus on areas selected by them and as requested by senior management of
the US SBU as well as the DP&L Board of Directors.

Internal and External Communications:

Internal communications are accomplished through a variety of communication channels
including; phone calls, conference calls, face to face or video meetings and e-mail. Internal
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communications typically correspond to interaction between the departments within the US SBU
Accounting Operations and with the other functions that report to the US SBU CFO that are
necessary to provide DP&L with accounting and financial reporting support. Communication
with operational areas is also required to gather necessary information.

External communications are accomplished through a variety of communication channels
including; phone calls, conference calls, Microsoft Teams video meetings, meetings, and e-mail.
Communications typically involve interaction with DP&L's external auditors, vendors and
members of the AES Corporate team.

Staff Letter - DP&L's process and controls related to the movement of projects from in progress
to in service: 

DP&L's policies have been updated to reflect DP&L's movement from Oracle to its SAP
enterprise accounting system. The new accounting system allows significant process
improvements that help to efficiently move property from in service through to unitization.
Additionally, DP&L has improved processes surrounding communication between Fixed Asset
Accounting and Project Managers to ensure projects adhere to identified timelines. The
Distribution Investment Rider compliance audit by Blue Ridge Consulting Services Inc. in Case
No. 19-439-EL-RDR referenced internal audit findings on this topic. These audit findings and
recommendations are addressed in Accounting Operations — Exhibit 2.

Staff Letter - DP&L's procedures to review and document the post-closing review of large 
projects to determine why in-service projects are delayed, with specificity, and what has been
done to reduce the number of in-service delays: 

The Company reviews the status of projects on a regular basis through its monthly capital status
meetings to determine if actions need to be taken to move a project from in construction to in-
service and then to unitized. Accounting also follows a quarterly process to document the status
of projects, particularly those designated as in-service.

There are many reasons why a project will remain in the 'in-service' state. One of the more
common reasons is pole attachments and transfers (commonly referred to as double-wood or
two-pole conditions). Historically, if a project included the retirement of a pole with
attachments, the project would not be closed and unitized until the pole attachor completed their
work and the Company was able to pull the pole stub. This would result in delays to closing the
project of months, and in some cases, years.

The Company has made adjustments to its processes to reduce the time a project remains in the
ìn-service' state. This includes, but is not limited to, a process focused solely on remediating
two-pole conditions through a one-touch approach, moving the handling of pole stubs to separate
retirement projects, resources dedicated to communication and coordination with pole attachors
(including identifying any expedited needs) and providing project managers with additional
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resources to support the project close-out process. Additional detail on this policy can be found
in Accounting Operations — Exhibit 3.
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Accounting Operations — Exhibit 1

Organizational Chart for Accounting Operations

Chief Financial Officier, US SBU & DP&L

Controller, US SBU & DP&L Technical Accounting

Financial Reporting

Regulatory Accounting

Assistant Controller, US SBU

General and Operations Accounting

Revenue Accounting

Accounts Payable

Fixed Assets Accounting

Financial Systems and Controls

Financial Controls

Financial Systems
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Accounting Operations — Exhibit 2

Management has taken actions to address the issues outlined in the Blue Ridge Data Request #2
Case No. 19-439-EL-RDR DP&L Distribution and referencing the DPL Capex (CWIP
Distribution) Report issued November 13, 2017, as stated in the response below each finding.

T&D Projects Capitalization Process

1. The required transfer of projects from 'in-progress' to 'in-service' was not performed in a
consistent, timely manner for all concluded projects.
Recommendations: Operational Area should review the close-out process for damage
claim projects in order to ensure that all completed projects are promptly put in service
and unitized. Also, a task force should be instituted to clear the backlog of completed
projects not in service.

Response: The Operational area ensures that all information and reports are completed in
Stakeout, as well as material, invoices, and remaining costs are posted to SAP before
notifying the Damage Claims department to initiate billings. The project in SAP will be
analyzed and billed by the Damage Claims department and after the completion of the
invoice, Damage Claims department will notify the Project Manager (PM) of completion.
The PM will then Technically Complete (TECO) the WBS in SAP which moves the
project to in-service (FERC 106) and has 120 days to move the WBS from TECO to
Closed Status in SAP so that it can be unitized.

2. Project managers should improve the monitoring process of ongoing projects in order to
ensure that all completed projects are timely identified and close-out. Also, operational
management should reinforce the importance of providing Fixed Assets Accounting with
timely and accurate information on projects status, in order to ensure correct accounting
treatment of each project.
Response: Fixed Assets Accounting completes a quarterly detailed CWIP report for
Operational Management to review and to provide input on project status and
completion. Fixed Assets follows up with any questions regarding projects with
extended activity and the action plan for completion.

3. Projects on hold must be reviewed by the operational area in order to ensure that
management is committed to funding the entire project. Also, management must be able
to assert that the combination of achieved and future milestones indicates a greater than
75% likelihood of success. In case there is no funding allocated, the operational team
should notify Fixed Assets Accounting to take the proper action.

Response: The Operational Area analyzes the capital spend on each project through
monthly review meetings with Management, as well as through the quarterly 3.CAP.3
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review reports sent by Fixed Assets. If projects do not meet the 75% criteria and will not
continue, then any dollars spent to date will be transferred to O&M and cancelled.

4. Fixed Assets Accounting should improve monitoring controls of projects in progress,
including but not limited to inquiring of aged projects without recent charges and unclear
status provided by Project Managers, and projects "On hold" for extended periods of
time.
Response: Fixed Assets reviews through the quarterly 3.CAP.3 report as well as a Power
Plan reports that help with reviewing projects past their in-service dates allowing for
Fixed Asset to work closely with the Project Managers to address the projects in
question.

5. Fixed Assets Accounting should review and correct the projects that were put in service
in duplicity. Going forward, should develop a process to ensure that the projects
manually put "In service" are not already automatically unitized.

Response: The duplication issue has been eliminated due to the process being automated
with the implementation of accounting systems, SAP and Power Plan, in April 2019.
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Accounting Operations — Exhibit 3

DP&L Transmission & Distribution Work Order Closing Review Policy

This policy provides project managers, as well as others responsible for projects, guidance on
the process for reviewing and submitting the proper project information to the Fixed Asset
Accounting group for closing and unitization.

Projects estimated in Stakeout are reviewed by the project manager and closed to Plant within 90
days after the work has been completed. SAP initiated work orders, including blanket projects
for new services, multiple taxing location distribution projects, transmission and substation
projects, and other miscellaneous general plant (e.g. real estate, transportation, IT, etc.) projects
are reviewed by the project manager and closed by the Fixed Asset Accounting department
within 120 days of project completion.

The amount of review work that should be completed in preparation for closing a work order
depends on the cost and complexity of the project. More time should be spent reviewing a
project of significant scope and/or cost than one of lesser amount and/or complexity. A
guideline for the review of projects with estimated and actual costs below $25,000 is outlined
in section I, below. Some additional review procedures for projects exceeding $25,000 are then
described in section II.

I. Projects with actual and estimated costs of $25,000 or less: 
• The project manager should verify that the project is properly approved in accordance with

the Company's expenditure authorization policy at that time. The project should have
appropriate authorizations within StakeOut or SAP (non-StakeOut projects). Where
applicable for any projects closed prior to the Company's implementation of SAP on
4/1/2019, the signature of the approver must appear on any manual work order forms or the
Project Expenditure Authorizations (PEA). If the project was engineered in Stakeout, the
electronic ID of the approver must be populated.

• Review the work order scope as described on the manual work order form, PEA or the
Stakeout Cost Estimate Summary to determine whether the project involves construction
and/or retirement. When the project involves construction, there must be at least one unit
of property installed. When the project involves the replacement of units of property, there
should be units of property being retired (exceptions include projects involving two-pole
conditions where the removal will be completed at a later date on a retirement-only
project). When the job only involves the removal of units of property, there should be no
cost charged to construction. Any contributions in aid to construction (CIAC) are noted on
the Invoicing tab in Stakeout, on the manual work order form or PEA for Oracle projects
(pre-SAP), or as a credit to the project for all other SAP projects. If billing is involved
with the job, determine if the money has been collected or if the customer has been
invoiced. Document type DR in SAP is the invoice that is used to charge the collection of
taxable contributions.

• Display/print the T-code CJI3 in SAP for the project details (WBS detail). Review the cost
elements and/or general ledger entries with charges for reasonableness in light of the
requirements above. Common cost elements assigned to a project include:
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o Salaries & Wages (management and union, including overtime)
o Engineering Consulting
o Non-Stock Supplies
o Supplies Purchases
o A&G Overheads
o S&E Overheads
o Benefits Overheads
o AFUDC

Stakeout Projects (Capital) 
• Compare the estimated units of property listed in Stakeout to the installed units on the

updated construction prints from the field. In Stakeout the units of property will be listed on
the Property Accounting Records Listing. If the actual installed units vary from the original
plan, correct the units in Stakeout before closing the project. If there is any question as to the
units of property actually installed, run the CJI3 report to confirm materials charged and
verify property units. This will list the specific material items charged from stores to the
project.

• If there are no units of property installed or removed, then it cannot be considered a capital
project and the accumulated project cost must be transferred to the appropriate account
number and the capital project cancelled in Stakeout, SAP, and PowerPlan.

• To review cost, Stakeout project users should print the T-code CJI3 from SAP to determine
the total cost of the project (CJI3 shows actual costs as well as credits such as CIAC). This
report will summarize the actual costs charged to the project by cost category. Review the
report for reasonableness as described by the following. For a construction project there
should be some labor (internal and/or contractor), material, transportation, and overheads
charged. If a contractor performs the job or the materials are purchased and charged directly
to the project, the CJI3 report in SAP should indicate the amount of cost under supplier
invoices.

• Compare the total actual cost incurred as shown on the CJI3 report to the estimated cost on
the approved Stakeout Cost Estimating Summary for reasonableness. If the estimate and the
actual costs are in-line, no further review of detail charges is needed. When the project
contains unusual or unreasonable charges, initiate an investigation to determine if a possible
correction between capital and expense is required. Unreasonable deviation is typically
considered greater than 10%, however, there could be exceptions.

1
• The person reviewing the cost should print and attach the CJI3 report, along with signing the

Service Operations — StakeOut Projects - Close-Out Sign-Off to include in the project folder.

• Review the Stakeout Project Information screen to make certain an accurate project in-
service date has been entered. This is found on the Construction Line tab (overhead
construction complete and/or underground construction complete dates).

SAP Initiated Projects (Capital) 
• For non-StakeOut projects when using the manual work order form or a PEA, the units of

property should be written on the front of the document or attached to the documents. If
items were issued from DP&L's storeroom, run the CJI3 report with DPL MATLRPT
layout from SAP. This will list the specific material items charged from stores to the project
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(this report will not list items purchased from outside sources).

• If there are no units of property installed or removed, then it cannot be considered a capital
project and the accumulated project cost must be transferred to the appropriate account
number and the capital project cancelled in SAP and PowerPlan.

• Compare the total actual cost incurred as shown on the CJI3 report from SAP to the
estimated cost on the approved manual work order form or PEA for reasonableness. If the
estimate and the actual costs are in-line, no further review of detail charges is needed. When
the project contains unusual or unreasonable charges, initiate an investigation to determine if
a possible correction between capital and expense is required.

• The person reviewing the cost should print and attach the CJI3 report, along with signing the
Service Operations — SAP/Oracle Initiated Projects - Close-Out Sign-Off to include in the
project folder.

• The in-service date should be written on the manual work order or PEA along with a
signature of the project manager verifying the in-service date.

• The approved manual work order or PEA with property units, in-service date and signature
verifying the service date, along with the Service Operations - Oracle Initiated Projects -
Close-Out Sign-Off are sent to the Accounting Department where they will unitize/close the
work order.

II. Projects with estimated or actual cost in excess of $25,000
• Follow all steps as outlined for projects less than $25,000

• Throughout the construction period the project manager should monitor the actual costs to
the approved budget as shown on the CJI3 report (alternatively, report CN41N can be run to
show Actual vs. Budget dollars by WBS). As soon as the Project Manager is aware that the
project will exceed the 15% variance (due to scope change, construction related issues, etc)
they must submit a revised budget amount in SAP and/or StakeOut and submit the project
for re-authorization (project goes through its original approval steps).

• If the actual cost varies from the estimate by more than 15%, the approver(s) will be notified
and the variance approved via project re-approval within SAP and/or StakeOut. For projects
that were originally approved with a PEA and completed prior to the implementation of
SAP, and the PEA varies from the estimate by + 15%, a supplemental PEA needs to be
approved. If the amount varies from the estimate by -15% then the PEA Under Spend form
must be completed. When the total cost of the project exceeds the expenditure authorization
of the original approver, the project will be re-approved based on the actual level of
expenditure, per Company expenditure authorization policy at that time.

• If there are significant cost variances between the estimated and actual cost by category,
investigate these differences by running the appropriate detail SAP report (most
commonly CJI3) for the category of cost in question.

• It may be necessary to make accounting corrections in SAP depending on the materiality of
any errors identified during the closing review. Requests for any corrections should be made
to the Fixed Asset Accounting group.
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• For projects in excess of $500K, project managers should follow the instructions and
complete the Non-StakeOut Project Close-Out Checklist within 30 days of construction
completion. The report needs to include the in-service date and total costs so that Fixed
Asset Accounting can transfer the dollars out of CWIP (construction work in progress) into
In-Service. A complete list of assets and taxing locations must be submitted with closing
documentation.
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Functional Area: 
Financial Planning and Analysis

SFR Reference 
(B)(9)(b)(iii) Budgeting and forecasting
(B)(9)(b)(iv) Financial planning process and objectives

Policy and Goal Setting:

Financial Planning and Analysis supports the overall corporate financial policies and the
corporate policies embodied in the AES code of conduct, which establishes the guidelines by
which DP&L employees are expected to conduct business. The Company's financial policies are
the responsibility of the Chief Financial Officer.

The first priority of all DP&L areas is to ensure the safety of all DP&L employees, contractors
and the public. Financial Planning and Analysis supports this effort by holding monthly safety
meetings and by financially supporting operational efforts intended on making DP&L a safer
place to work.

The annual goals and objectives of Financial Planning and Analysis are designed to support the
achievement of DP&L's business plan. These goals and objectives are supported by one
common goal: meeting or beating expectations based on internal goals and external public
earnings guidance which are approved by the Chief Financial Officer.

Strategic and Long-Range Planning:

DP&L's strategic direction is established by senior management. Financial Planning and
Analysis address the needs of senior management by providing financial analysis on various
strategic and financial direction options prior to decisions being made. Once a strategic direction
is identified, communication and coordination among many departments occurs to build DP&L's
annual financial plan. Various updates to this plan are made before a finalized financial plan is
approved.

Organizational Structure and Responsibilities:

Financial Planning and Analysis consists of 1 manager and 2 analysts who are led by the
Manager of Financial Planning and Analysis reporting to the Chief Financial Officer. Financial
Planning and Analysis is primarily responsible for the preparation of DP&L's annual financial
plan, which includes short-term and long-term (next 10 years) operating and cash forecasts.
Financial Planning and Analysis also assists Corporate Accounting in monitoring corporate
budget variances and provides variance explanations to senior management. The forecasts are
used to assist in the development of DP&L and its subsidiaries' strategy for regulatory and
competitive issues.
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Other activities performed by Financial Planning and Analysis include:

1) Short-term and long-term financial analysis
2) Strategic and corporate planning support and scenario analysis
3) Rating agencies presentations and support
4) Provide data utilized by Regulatory Operations for rate filings
5) Provide rate planning and testimony support
6) Provide economic and financial decision-making support, through the project expenditure

approval process
7) Support the Corporate AES team and senior management review process
8) Develop and update forecast models and methodologies to incorporate changes in

business
9) Assist in the accounting month-end close procedures, through the variance reporting

process

The organizational chart for Financial Planning and Analysis is included as Financial Planning
and Analysis — Exhibit 1.

Decision-Making and Control:

Decision-making involves applying financial and economic evaluation methods, along with
independent judgment, to the many financial and operating issues that impact DP&L. Most
decisions are made on the reasonableness of data, comparing it to previous years, trend data,
expected results based on analysis and forecasts of changes in the industry environment as well
as other operating or financial considerations.

There is not one defined criterion utilized for decision-making purposes but rather criteria are
driven by the issue being addressed. Financial Planning and Analysis staff make decisions
within their given scope of authority in support of DP&L's overall mission and in accordance
with the policies and procedures. Decisions are appropriately raised to the proper level of
authority as required by DP&L's policies.

Much of the decision-making in Financial Planning and Analysis is iterative in that results of one
analysis imply another analysis is necessary to validate assumptions or conclusions. These
subsequent analyses are often provided to senior management for their review process.

Assumptions and analysis are reviewed by the Manager of Financial Planning and Analysis for
reasonableness and consistency in theory application.
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Internal and External Communications:

Internal communications are accomplished through a variety of communication channels
including regular staff meetings, conference calls, telepresence and e-mail. Types of information
shared within the department include directions and/or assumptions for a particular analysis,
brainstorming for problem resolution, relaying information and assignments, and communication
of corporate direction from senior management.
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Financial Planning and Analysis — Exhibit 1

Organizational Chart for Financial Planning and Analysis

Chief Financial Officier, US SBU & DP&L

Manager of Financial Planning and Analysis

Financial Planning and Analysis
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Functional Area: 
Risk Management

SFR Reference
(B)(9)(b)(vii) Risk management

Policy and Goal Setting:

The US SBU has a Risk Management policy which governs the actions and risk taking within the
US SBU. Policies and goals of Risk Management are established and executed consistent with
the mission and values of the AES Corporation.

The first priority of all DP&L areas is to ensure the safety of all DP&L employees, contractors
and the public. Risk Management supports these efforts by helping to maintain safety awareness
through active participation in safety walks, safety meetings and DP&L's safety day.

Strategic and Long-Range Planning:

Planning for Risk Management is completed through collaboration of cross functional
participation groups within the US SBU Risk Management Committee (RMC), AES Corporate
Risk Oversight Committee, as well as with other applicable key stakeholders internal and
external to the organization through the Market Management Strategy (MMS).

Organizational Structure and Responsibilities:

The Risk Management function falls under the control of the US SBU CFO with a dotted line
report to the Vice President of Risk at AES Corporate. While not a direct reporting relationship,
frequent communication and consultation occurs with AES Corporate Risk Management
Oversight Committee and the US SBU RMC. The Director of Risk Management has one direct
report in Risk. There are no other areas that report to Risk Management.

Risk Management is responsible for (1) ensuring proper identification, analysis, and reporting of
risks most critical to the organization, (2) ensuring compliance with the risk policy, (3) enforcing
risk governance, and (4) promoting an active risk culture. This is accomplished through:

1) Routine and adhoc risk reporting
2) Monthly RMC meetings
3) Risk updates to Corporate Risk Oversight Committee
4) Interaction with commercial team members and other key stakeholders regarding the

company's evolving risk profile, drivers of change, and preparation of a market risk
management strategy
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Decision-Making and Control:

The decision-making process for commercial transactions is governed by the risk management
policy which authorizes traders, products, and limits approved by the RMC. For any items not
defined within or outside the risk policy, the RMC or other predetermined approver must
authorize. Any decision requiring an RMC vote must receive majority approval, with certain
members of the RMC having veto rights.
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Risk Management — Exhibit 1

Organizational chart for Risk Management

[hief Financial Officier, US SBU & DP&L

Director of Risk Management

Risk Management
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Functional Area: 
Tax Department

Policy and Goal Setting:

DP&L's Tax Department policies have evolved to be responsive to Federal, State and local
taxing authorities and regulators. DP&L's policies are developed by DP&L's management
under the guidance of AES's Management and Board of Directors.

The first priority of all DP&L areas is to ensure the safety of all DP&L employees, contractors
and the public. The safety program focuses on getting everyone involved in safety in order to
increase safety awareness and create an injury-free workplace. The Tax Department supports
these efforts by conducting monthly safety meetings and attending an annual safety awareness
day.

The goal setting process for the Tax Department is a joint effort between the AES Chief Tax
Officer, US SBU CFO and the US SBU Director of Tax. The goals and objectives of the Tax
Department are established on an annual basis in support of overall DP&L and AES Corporate
goals. Progress toward achieving the annual goals of the Tax Department is reviewed
periodically as required.

The goals of the Tax Department are established to support the following objectives:

1) Comply with all applicable Federal, State, and local tax laws
2) Ensure filing of all returns and payments on a timely basis
3) Assure that DP&L's tax accounting practices are in accordance with the respective

regulatory agencies' requirements
4) Support DP&L's position in regulatory initiatives
5) Participate in the development of tax legislation
6) Provide tax assistance as may be requested by others in the organization

Strategic and Long-Range Planning:

AES' Management and the Board of Directors have the primary responsibility for establishing
DP&L's business plan. The Tax Department sets general and specific goals to support the
business plan established by senior management.

The Tax Department participates in the corporate planning process through the recurring
budgeting process and by providing expert advice on the tax implications of various commercial
decisions. Furthermore, the Tax Department pursues efficient tax positions built upon sound
commercial practices within the boundaries of any and all applicable laws and regulations.
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Organizational Structure and Responsibilities:

The Tax Department is headed by the US SBU Director of Tax who reports directly to the US
SBU CFO and indirectly to the AES Managing Director — US Tax Reporting and Corporate
Planning. The Department's functions are: (1) Tax accounting and regulatory compliance; (2)
Tax compliance (including US Federal income tax, local income and franchise tax, property tax,
sales and use tax, and fixed assets); and (3) Planning and controversies. The day-to-day
operations of these areas report directly to the US SBU Director of Tax.

It is the Tax Department's responsibility to prepare, assemble, review and file certain tax returns
and reports for filing along with forecasting, verifying and remitting payments of such taxes.
Furthermore, the Tax Department establishes and records all accounting entries necessary for the
proper determination of tax liabilities and expenses in accordance with statutory and regulatory
requirements.

The specific responsibilities of the Tax Department include the following:

1) Prepare and file, on a timely basis, appropriate Federal, State, and local, annual,
quarterly, and monthly income and non-income tax returns

2) Forecast, verify, request, and remit payments of taxes
3) Develop and maintain necessary supporting documentation for such tax returns and

computations
4) Conduct tax research, including the review of current statutes, regulations, tax decisions,

rulings, judicial authority, and analyses of proposed legislation to determine their effect
on the operations of DP&L and AES

5) Communicate tax research findings to appropriate levels of the Company and assist in
formulating appropriate strategies to achieve reasonable and responsible outcomes

6) Provide DP&L's and AES' responses to inquires made by various tax authorities upon
audit

7) Defense of DP&L's and AES' tax positions by filings appeals and protests, as necessary
8) Prepare tax accounting journal entries

The organizational chart for the Tax Department is included as Tax Department — Exhibit 1.

Decision-Making and Control:

Tax Department decision-making and control is achieved by individuals making decisions within
their given scope of authority in support of DP&L's and AES' overall mission and in accordance
with applicable policies and procedures. Decisions are appropriately raised to the proper level of
authority as required by such policies. Overall responsibility for all decisions belongs to the US
SBU CFO, the AES Chief Tax Officer, and the US SBU Director of Tax.
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Certain guiding principles on taxation, statutory guidance and adequate internal control support
the overall decision-making processes and control environment of the function. Such decision-
making and controls principally relate to the proper measurement, timing, and reporting of tax
data in returns as well as in financial statements.

General knowledge needed to make appropriate tax and accounting decisions is obtained through
research of relevant guidance. Accounting research may be required as a result of changes
required by the Financial Accounting Standards Board, Federal or state regulatory commissions,
or new financial, economic, or commercial circumstances. Additionally, new legislation, court
decisions, and changes in tax statutes or regulations may require research.

In addition to internal review and controls covering tax and accounting changes as well as
documentation of significant tax positions, compliance related to accounting is attested to by
internal and/or external auditors. Ultimately, compliance with tax laws may be verified through
periodic audits conducted by representatives of various taxing authorities.

Internal and External Communications:

Internal communications are accomplished through a variety of communication channels
including, but not limited to; face-to-face meetings, video conferences, teleconferences, and
email. Such communication occurs among personnel within the Tax Department discussing
routine and special projects as well as on a cross-functional basis in order to provide assistance in
tax-related matters and to stay informed of commercial activities.

Periodic staff meetings are held by the AES Chief Tax Officer as well as by the US SBU
Director of Tax. These meetings provide a forum for discussing commercial events that affect
tax operations, updates on projects, as well as discussions regarding priorities and practices.
Furthermore, Tax Department personnel participate in periodic CFO staff meetings, allowing for
the communication and identification of tax-related issues.

On an as-needed basis, Tax Department personnel may seek counsel from external tax and legal
experts regarding tax and accounting issues which may impact DP&L or AES. Tax Department
personnel must also liaise with external auditors during their review of the financial statements
and regulatory reports as they pertain to tax matters recorded or disclosed.

The main form of external communication with taxing authorities is in the form of the required
periodic tax filings and or returns. Additionally, outside contacts are made regularly, in both
written and oral form, with such taxing authorities when audits or controversies are encountered.
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Tax Department — Exhibit 1

Organizational Chart for Tax Department

Chief Financial Officer, US SBU & DP&L

Director of Tax

-j Tax Accounting and Regulatory Compliance

Tax Compliance

Planning and Controversies



Chapter II B(9) Schedule S-4.2 Page 326 of 340

Functional Area:
Treasury

SFR Reference 
(B)(9)(b)(i) Cash management

Policy and Goal Setting:

The financial functions of DP&L are primarily provided by AES US Services, LLC (US
Services). As established in the Services Agreement dated December 2013 US Services is
responsible for the provision of all financial functions of DP&L.

All the policies governing the financial functions at US Services are ultimately the responsibility
of the Company's CFO, who is required to protect all the financial assets and manage the
financial resources of each signatory under the Services Agreement, including DP&L.

US Services' financial policies are developed by the leaders of each respective and relevant
functional area of the Company in conjunction with AES, and each financial policy is designed
to mirror the policies of AES or compliment them, taking into account distinct business issues
and the regulatory framework of Ohio or other relevant jurisdictions. The policies are then
adopted by the US Services Management team and may be, but are not in all circumstances,
subject to approval by DP&L or other relevant businesses' Board of Directors. All parties
involved in the development and implementation of the policies are equally responsible to ensure
that these policies, which govern DP&L business activities, meet or exceed the requirements set
forth by all of DP&L' s regulatory entities.

Financial policies which are specifically related to the Treasury, and which govern among other
things how financial assets are collected, disbursed, concentrated, invested and funded are
developed by the US Services Treasurer and CFO before being subject to the approval process
described above. The following activities are some, but not all, of the financial activities of
DP&L that are governed by the Treasury policies of US Services:

1) Open and close bank accounts
2) Make short term cash investments
3) Electronic funds transfer, check signing and general disbursements of cash
4) Grant liens
5) Borrow funds through internal or external sources
6) Set expenditure approval authorities

The Treasury department has been designed, staffed and structured to support and achieve the
business strategy of DP&L. Broadly speaking, the Treasury's ultimate goal is to maximize
liquidity and mitigate operational, financial and reputational risk. More specifically and as it
relates to DP&L, Treasury is focused, among other things, on the following objectives:
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1) Optimize capital structure (manage to a target capitalization level and appropriately
balance debt maturity profiles with cost of debt alternatives)

2) Optimize liquidity profile (maintain adequate working capital and liquidity backstops to
support collateral calls, unexpected events and enhance overall credit profile)

3) Efficiently invest/manage financial assets (allocate capital in the most productive manner
whether it be through reinvestment, debt repayment, distribution to DPL Inc, or short-
term investment)

4) Ensure Treasury payments are made on time and in an efficient manner
5) Establish and maintain actionable reporting and strong internal control environments

related to the key Treasury activities (including receipts, investments and disbursements
of cash)

6) Work with credit rating agencies to communicate the DP&L business strategy, and to
support and encourage appropriate credit ratings

Strategic and Long-Range Planning:

Strategic and long-range planning in the Treasury department concentrates on the efficient and
effective management of financial assets. On a day to day basis Treasury utilizes bank
statements and online portals to position cash and verify the amount of overall liquidity DP&L
has available to it. Treasury uses this actual data along with short term (balance of year) and
long-term (multiple years) cash forecasts to manage both current and future liquidity needs of
DP&L. These cash forecasts estimate among other things:

1) The timing and levels of expected collections and disbursements
2) The size, timing and tenor of short-term credit requirements to bridge working capital

deficits
3) The amount of excess cash available for reinvestment, short term investing, debt

repayments or dividends
4) Capital adequacy in the event of unforeseen or unplanned events such as large margin

calls, storms or other major outages
5) The long-term financing or refinancing needs of the businesses, to support growth or

maintenance capital expenditures

Cash positions are updated daily and are complimented with new cash forecasts no less than on a
monthly basis. This information combined with corporate policy, market information, and other
company specific information is used to ensure adequate liquidity over the next 90-day period,
and optimal liquidity positions over the long-term. All long-term cash forecasts and strategic
initiatives embedded in these forecasts are reviewed and approved by the CFO.
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Organizational Structure and Responsibilities:

Treasury is divided into three areas: Corporate Finance, Credit and Compliance, and Treasury
Operations. The leaders of these areas all report directly or indirectly to the Treasurer, who in
turn reports to the CFO. The organizational chart of the Treasury team is attached as Treasury —
Exhibit 1.

The responsibilities of each of these areas are as follows:

1) Corporate Finance

a) Financing: Corporate Finance is primarily responsible for the development and
execution of the short and long-term financing plans of the company in accordance
with its financial objectives such as obtaining a target capital structure, financing
growth and maintaining target credit ratings. Corporate Finance maintains an active
dialogue with commercial and investment banks to keep abreast of current financing
markets and opportunities/alternatives to raise capital in a cost-effective manner.
Once a transaction is in "execution" Corporate Finance will lead a financing team
consisting of several outside parties including underwriters, placement agents,
advisors, arrangers, banks, legal advisors, credit rating agencies, trustees,
administrative agents, auditors and other parties necessary to finalize a transaction.

b) Credit Rating Agencies: Corporate Finance also serves as the primary conduit
between the credit rating agencies and the management of the companies. In this role
Corporate Finance leads the annual review process, the subsequent question and
answer sessions, provides regular updates to the rating agencies of key developments,
and reviews ratings releases prior to publication.

2) Credit and Compliance

a) Credit: the primary responsibilities of credit include (i) evaluating credit risk and
making decisions concerning credit limits with counterparties, (ii) determining
acceptable levels of risk, terms of payment and credit assurances required in certain
contracts with certain vendors, and (iii) tracking and managing collateral exposure
created through hedging agreements and other commercial contracts. In addition, the
credit function is responsible for setting and ensuring compliance with a corporate
credit policy, obtaining security interests or credit assurances where necessary,
establishing terms of credit assurances and initiating legal or other recovery actions
against vendors who are delinquent.

b) Compliance: Compliance is responsible for administering loans, tracking compliance
with different financing documents (credit agreements, indentures, note purchase
agreements, reimbursement obligations, etc.), measuring financial covenants, and
acting as cash managers for the respective businesses. As cash managers,
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Compliance uses the cash balances provided by Treasury Operations and relevant
cash data from different parts of the organization to develop short term cash flow
forecasts. With these forecasts, along with the long-term forecasts provided by the
Financial Planning & Analysis Group the cash manager will assess liquidity and
instruct Treasury Operations how excess cash should be utilized (reinvestment, short-
term investing, debt repayment, dividends, etc.). Conversely when it is necessary to
borrow on the company's revolving credit facility, compliance personnel will notify
the relevant administrative agents and provide the requisite certification in order to
gain access to the funds.

3) Treasury Operations

a) Treasury operations provides daily cash positioning, transaction recording, initiation
and execution of electronic funds transfers, and short-term investing and borrowing of
corporate funds, as appropriate. Treasury Operations provides various cash position
reports and analyses to the Treasury Operations leader, and as necessary to the
Treasurer, depicting the daily cash activity and illustrating the Company's general
cash/liquidity position. Treasury Operations personnel are also responsible for
opening and closing bank accounts, optimizing bank account structures and
developing and maintaining commercial banking relationships to support the
company's back office banking needs. When the company has excess cash, Treasury
Operations works with Compliance personnel to evaluate different investment
opportunities in line with the company's investment policies and then makes those
investments.

Decision-Making and Control:

Ultimate decision-making authority for day to day, normal course of business activities resides
with the Treasurer, whereby the Treasurer delegates decision-making authority to each functional
leader as appropriate. Long-term cash management forecasts, extraordinary expenditures or
approval to proceed with unplanned/unbudgeted initiatives within Treasury could elevate to the
Chief Financial Officer depending on the scope and financial impact. Decisions related to
formally binding DP&L, approving expenditures and other similar types of activities are
governed by policies and procedures of US Services.

Performance against the objectives of the Treasury are monitored and reported on a continuous
basis. Annual performance objectives for each area within Treasury are established once a year
and are formally measured in the middle and end of that year. In addition, Treasury continuously
tracks and reports on key performance indicators metrics including; current and forecasted cash
balances, key credit statistics and/or financial covenants, debt repayment targets, new financing
levels and prices, and working capital statistics. Monthly goals are established during each
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budget year for each of these metrics and are tracked monthly as part of the management
performance report. Continuous monitoring helps to ensure that objectives stay on track and are
achievable.

It should be noted that objectives and goals are dynamic. As high priority issues arise, objectives
are recalibrated to ensure the Treasury is working on the projects that are in the best interest of
customers, shareholders, and the Company.

Internal and External Communications:

Internal communications are accomplished through a variety of communication channels (formal
and informal) including; in-person/virtual meetings for staff and leadership, phone calls,
conference calls and e-mail. Messages communicated include policies and decisions of
management, discussion of work assignments and priorities, upcoming events and other items of
interest to Treasury personnel. An open forum exists for all employees to discuss problems,
concerns and suggestions through these communication channels as appropriate.

External communications are ongoing with banks (commercial and investment), credit rating
agencies, trustees, and others in order to conduct business on behalf of and for the benefit of
DP&L.
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Organizational chart for Treasury

Treasury — Exhibit 1 

Chief Financial Officier, US SBU & DP&L

Treasurer, US SBU

—1 Corporate Finance

-J Credit and Compliance

d Treasury Operations
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Office of Chief Financial Officer, Global

Global Finance is responsible for the ensuring that AES subsidiaries have the financial security
needed to support their individual primary mission of providing reliable and affordable electric
service. The functions provided by Global Finance are described in detail in the following
sections.

Chief Financial Officier, Global

Vice President of Investor Relations

Insurance

--1 Global Head of Internal Audit

Internal Audit and Advisory Services
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Functional Area: 
Insurance

SFR Reference 
(B)(9)(e)(ii) Insurance

Policy and Goal Setting:

The insurance process involves assessing emerging industry risks in addition to currently known
exposures to loss and formulating plans to minimize the impact of an adverse event to the
company. Such plans may include risk avoidance (not undertaking a certain activity), risk
control (reducing the likelihood or impact of an event), risk transfer (via contract, traditional
insurance, or non-traditional insurance methods), or a combination of the aforementioned
techniques.

Insurance typically centers on obtaining the most favorable risk transfer terms at the most
favorable cost.

Stratcgic and Long-Range Planning:

In conjunction with each insurance program renewal, a renewal strategy meeting, is held with the
applicable insurance broker. The purpose of these meetings is to set both near-term and long-
term objectives for the specific insurance program in question. Topics typically addressed
include, but are not limited to:

1) Current and projected industry trends (specific to the insurance coverage in question and
the insurance market as a whole)
a) Pricing
b) Coverage enhancements/restrictions
c) New carriers
d) Large insurable events impacting the industry

2) Peer and industry benchmarking
3) Evaluation of known best practices
4) Design of a renewal strategy

Organizational Structure and Responsibilities:

The Insurance function falls under the control of the AES CFO. While not a direct reporting
relationship, frequent communication and consultation occurs with US SBU CFO.
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Insurance is responsible for protecting the company's assets from fortuitous loss while
simultaneously ensuring, to the greatest extent possible, a predictable level of cash flow and
expenses. This is accomplished through:

1) Continual evaluation of insurable risks facing the organization
2) The purchase of traditional insurance
3) Diligent management of DPL's captive insurance company, Miami Valley Insurance

Company
4) Contractual risk management/risk transfer
5) Advocating strong loss control processes (specific to both liability and property exposures)
6) Development of programs geared towards reducing the exposure to loss

The organizational chart for Insurance is included as Insurance — Exhibit 1.

Decision-Making and Control:

The operations of the Miami Valley Insurance Company are subject to the applicable State of
Vermont captive statutes and are further governed by the Miami Valley Insurance Company
Board of Directors. A business plan is executed in conjunction with the annual board meeting
and any deviations from this plan must be approved by the Board. To ensure transparency and
appropriate pricing (market insurance rates), pricing studies are conducted by an outside actuary
in conjunction with each program renewal (currently, excess liability, workers' compensation,
and property insurance are written within the captive). Additionally, an annual loss reserve study
is completed, again by outside actuaries, to ensure appropriate loss reserving practices. Finally,
all financial reports are prepared by an independent auditor and submitted to the State of
Vermont for review and approval.

Internal and External Communications:

Internal communications are accomplished through a variety of communication channels
including; Microsoft Teams, face-to-face meetings, phone calls, conference calls and e-mail.
Internal communications on a daily basis includes conversations with Accounting, Supply Chain,
Legal, Commercial Operations, Customer Service and AES corporate personnel. These
conversations will typically involve insurance procurement, claims and contracts.

External communications are accomplished through a variety of communication channels
including; Microsoft Teams, Zoom, phone calls, meetings, and e-mail. External communication
occurs on a less frequent basis and can include, but is not limited to; external auditors, legal
counsel, consultants, Miami Valley Insurance Company, claims adjusters, insurance brokers and
insurance carriers.



Chapter II B(9) Schedule S-4.2 Page 335 of 340

Organizational chart for Insurance

Insurance — Exhibit 1

Vice President of Investor Relations

Vice President of Global Insurance

Senior Manager of Insurance

Insurance
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Functional Area: 
Internal Audit and Advisory Services

SFR Reference 
(B)(9)(b)(vi) Internal auditing

Policy and Goal Setting:

DP&L's Internal Audit function is performed by the US SBU Internal Audit and Advisory
Services group. The AES Corporation Internal Audit Charter governs Internal Audit and
Advisory Services responsibilities and includes guidelines for the performance of related duties,
independence, authority and accountability.

The mission of Internal Audit and Advisory Services is to provide independent, objective
assurance and advisory services designed to add value, improve DP&L's operations, and ensure
compliance with internal policies and comply with regulatory requirements in accordance with
the Institute of Internal Auditors' "Code of Ethics" and the Institute's "International Standards
for the Professional Practice of Internal Auditing". Internal Audit and Advisory Services helps
the Company to accomplish its objectives by bringing a systematic, disciplined approach to
evaluate and improve the effectiveness of risk management, internal controls, and governance
processes.

Strategic and Long-Range Planning:

Risk based annual audit and advisory service plans are created in response to a formal risk
analysis process initiated by AES Corporate and adopted locally by US SBU Internal Audit and
Analysis Services. Following a series of interviews with team members of the US SBU
executive leadership, an evaluation of key business risk factors is performed taking into account
key process changes, system implementations, related industry trends and developments.
The scope of work of Internal Audit and Advisory Services group is to determine whether AES's
risk management, internal controls, and governance processes, as designed and represented by
management, is adequate and functioning in a manner to ensure:

1) Significant financial, managerial, and operating information is accurate, reliable and
timely

2) Employee actions are compliant with policies, standards, procedures and applicable laws
and regulations

3) Company resources are acquired economically, used efficiently, and adequately protected
4) Quality and continuous improvement are fostered in AES's control process
5) Risks are appropriately identified and managed in a timely manner
6) Interaction with the governance processes across all SBU's occurs as needed
7) Company programs, plans and objectives are achieved in an efficient and economical

manner
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8) Significant legislature or regulatory issues affecting AES are recognized and addressed
appropriately

The annual audit plan, comprised of operational, financial and information technology related
audit projects is presented to the Audit Committee of the Board of Directors.

Organizational Structure and Responsibilities:

AES Corporate Internal Audit and Advisory Services is led by the Chief Audit Executive (CAE)
- in order to provide for the independence of the Internal Audit and Advisory Services group, its
personnel located within each strategic business unit report to the CAE, who in turn reports
functionally to the Financial Audit Committee and administratively to the AES Chief Financial
Officer.

US SBU Internal Audit and Advisory Services is responsible for all US SBU related activities.
The Director of Internal Audit and Advisory Services is responsible for all audit activities and
reports directly to the AES CAE and the US SBU Chief Financial Officer.

Internal Audit and Advisory Services has an overall objective to ensure that the organization's
network of risk management, control and governance processes as designed and represented by
management is adequate and functioning properly. Internal Audit and Advisory Services has
responsibility to:

1) Develop a flexible annual audit plan using an appropriate risk-based methodology,
including any risks or control concerns identified by management, and submit that plan to
the Financial Audit Committee for review and approval Any significant modifications or
updates to the audit plan following the initial approval will also be presented to the
Financial Audit Committee for review and comment

2) Execute the approved annual audit plan including special tasks or projects requested by
management and the Financial Audit Committee

3) Oversee the company testing of internal controls to support management's annual
assertions on the effectiveness of internal control over financial reporting as required by
the Sarbanes-Oxley Act of 2002

4) Maintain and/or engage a professional audit staff or outside professional service provider,
with sufficient knowledge, skills, experience, and professional certifications to meet the
requirements of the Internal Audit and Advisory Services Charter

5) Evaluate and assess significant new or changing services, processes, operations, and
controls that coincide with development, implementation, and/or expansion of a function
or business

6) Issue periodic reports to the Financial Audit Committee and management summarizing
results of audit activities

7) Inform the Financial Audit Committee of emerging trends and successful practices in
internal auditing
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8) At the request of management and/or the Financial Audit Committee, assist in the
investigation of significant suspected fraudulent activities within AES. Notification of
the results of these investigations shall be the sole responsibility of the Vice President of
Ethics and Compliance. All involvement in investigations must be approved in advance
by the CAE and the Chief Compliance Officer

9) Establish and maintain a quality assurance and improvement program to ensure internal
audit responsibilities are performed in an effective and efficient manner

Opportunities for improving management control, profitability, and DP&L/AES's image may be
identified during audits and advisory projects; these are communicated to the appropriate level of
management for development and implementation of related action plans. Furthermore, a
primary focus is also to ensure processes are adequate to provide required certifications related to
internal controls.

The CAE, Directors and staff of the Internal Audit and Advisory Services group are authorized
to:

1) Have unrestricted access to all DP&L/AES functions, records, property and personnel
2) Have full and free access to the Financial Audit Committee
3) Allocate resources, set frequencies, identify and execute projects and determine scopes of

work to accomplish audit objectives
4) Receive full assistance from DP&L/AES personnel

The CAE, Directors and staff of the Internal Audit and Advisory Services department are not
authorized to:

1) Perform any operational duties for AES or its affiliates
2) Perform searches of electronic mail without prior approval from the AES General

Counsel
3) Initiate or approve accounting transactions external to Internal Audit and Advisory

Services
4) Direct the activities of any AES employee not employed by Internal Audit and Advisory

Services department, except to the extent such employees have been appropriately
assigned to auditing teams or to otherwise assist the internal auditors

While performing Internal Audit and Advisory Services activities, all staff are required and
encouraged to keep safety as a top priority and report any safety lapses to management promptly
for responsive actions.

The organizational chart for Internal Audit and Advisory Services in included as Internal Audit
and Advisory Services — Exhibit 1.
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Decision-Making and Control:

Based on the annual audit plan, the Director of Internal Audit and Advisory Services provides
overall guidelines and responsibilities for audit and advisory projects performed during an audit
year. Standard operating procedures have been developed for guidance around conduct of audit
and advisory assignments, these include:

1) Audit announcement
2) Audit planning
3) Fieldwork commencement
4) Closing/exit meeting
5) Initial draft report
6) Management response on draft report
7) Work paper review
8) Final draft report
9) Audit project closure
10) Report to Audit Committee

Further guidance is also available on sample selection for audit tests performed, materiality
levels, and report ratings/conclusions.

Internal and External Communications:

Internal Audit and Advisory Services maintain a regular and continuous channel of
communication with DP&L audit client personnel throughout on-going audit and advisory
service assignment. Forms of internal communication include; face-to-face meetings, phone
calls, conference calls, and email. Formal communication is issued at the time of audit kick-off,
followed up by formal document and interview requests. Audit reports typically include an
executive summary, scope summary, conclusion, audit finding, risk description, audit
recommendations, and agreed action plans. In addition, Internal Audit and Advisory Services
provides periodic updates to the Financial Audit Committee on current audits.
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Internal Audit and Advisory Services — Exhibit 1

Organizational Chart for Internal Audit and Advisory Services

Chief Financial Officier, Global

Head of Internal Audit, Global

Director of Internal Audit and Advisory Services

Internal Audit and Advisory Services, US SBU
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